CHAPTER 531
(Senate Bill 194)

AN ACT concerning
Consumer Protection – Personal Information Protection Act

FOR the purpose of requiring a certain business, when destroying a customer’s records that contain certain personal information of the customer, to take certain steps to protect against unauthorized access to or use of the personal information under certain circumstances; requiring a certain business that owns or licenses certain personal information of an individual residing in the State to implement and maintain certain security procedures and practices under certain circumstances; requiring certain businesses that own, license, or maintain computerized data that includes certain personal information of an individual residing in the State to conduct a certain investigation and notify certain persons of a breach of the security of a system under certain circumstances; specifying the time at which notification must be given; specifying the contents of the notification; authorizing notification to be given in a certain manner; requiring certain businesses to retain certain records for a certain period of time under certain circumstances; providing that a waiver of certain provisions of this Act is contrary to public policy and is void and unenforceable; providing that compliance with certain provisions of this Act does not relieve a certain business from a duty to comply with certain other requirements of federal law; providing that the provisions of this Act are exclusive and shall preempt any provision of local law; requiring a business to report to certain consumer reporting agencies on the breach of the security of a system under certain circumstances; requiring a business to provide notice of a breach of the security of a system to the Office of the Attorney General prior to giving a certain notification; providing that certain businesses and affiliates shall be deemed to be in compliance with the requirements of this Act under certain circumstances; providing that a violation of this Act is an unfair or deceptive trade practice within the meaning of the Maryland Consumer Protection Act and is subject to certain enforcement and penalty provisions; defining certain terms; providing for a delayed effective date; and generally relating to the protection of personal information contained in the records of businesses, owned or licensed by businesses, or included in computerized data owned, licensed, or maintained by businesses.

BY adding to
Article – Commercial Law
Section 14–3501 through 14–3508 to be under the new subtitle “Subtitle 35. Maryland Personal Information Protection Act”
Annotated Code of Maryland
(2005 Replacement Volume and 2006 Supplement)

SECTION 1. BE IT ENACTED BY THE GENERAL ASSEMBLY OF MARYLAND, That the Laws of Maryland read as follows:

Article – Commercial Law

SUBTITLE 35. MARYLAND PERSONAL INFORMATION PROTECTION ACT.

14–3501.

(A) IN THIS SUBTITLE THE FOLLOWING WORDS HAVE THE MEANINGS INDICATED.

(B) (1) “BUSINESS” MEANS A SOLE PROPRIETORSHIP, PARTNERSHIP, CORPORATION, ASSOCIATION, OR ANY OTHER BUSINESS ENTITY, WHETHER OR NOT ORGANIZED TO OPERATE AT A PROFIT.

(2) “BUSINESS” INCLUDES A FINANCIAL INSTITUTION ORGANIZED, CHARTERED, LICENSED, OR OTHERWISE AUTHORIZED UNDER THE LAWS OF THIS STATE, ANY OTHER STATE, THE UNITED STATES, OR ANY OTHER COUNTRY, AND THE PARENT OR SUBSIDIARY OF A FINANCIAL INSTITUTION.

(3) “BUSINESS” DOES NOT INCLUDE AN ENTITY THAT HAS AN ANNUAL GROSS INCOME OF LESS THAN $1,000,000.

(C) “ENCRYPTED” MEANS THE TRANSFORMATION OF DATA THROUGH THE USE OF AN ALGORITHMIC PROCESS INTO A FORM IN WHICH THERE IS A LOW PROBABILITY OF ASSIGNING MEANING WITHOUT USE OF A CONFIDENTIAL PROCESS OR KEY.

(D) (1) “PERSONAL INFORMATION” MEANS AN INDIVIDUAL’S FIRST NAME OR FIRST INITIAL AND LAST NAME IN COMBINATION WITH ANY ONE OR MORE OF THE FOLLOWING DATA ELEMENTS, WHEN THE NAME OR THE DATA ELEMENTS ARE NOT ENCRYPTED, REDACTED, OR OTHERWISE PROTECTED BY ANOTHER METHOD THAT RENDERS THE INFORMATION UNREADABLE OR UNUSABLE:
(I) A Social Security number;

(II) A driver’s license number; or

(III) A financial account number, including a credit card number or debit card number, that in combination with any required security code, access code, or password, would permit access to an individual’s financial account; or

(IV) An Individual Taxpayer Identification Number; or

(IV) A consumer report, as defined in § 14–1201 of this title.

(2) “Personal information” does not include:

(I) Publicly available information that is lawfully made available to the general public from federal, state, or local government records;

(II) Information that an individual has consented to have publicly disseminated or listed; or

(III) Information that is disseminated or listed in accordance with the federal Health Insurance Portability and Accountability Act.

(E) “Records” means information that is inscribed on a tangible medium or that is stored in an electronic or other medium and is retrievable in perceivable form.

14–3502.

(A) In this section, “customer” means an individual residing in the State who provides personal information to a business for the purpose of purchasing or leasing a product or obtaining a service from the business.
(B) When a business is destroying a customer's records that contain personal information of the customer, the business shall take reasonable steps to protect against unauthorized access to or use of the personal information, taking into account:

(1) The sensitivity of the records;

(2) The nature and size of the business and its operations;

(3) The costs and benefits of different destruction methods; and

(4) Available technology.

14–3503.

(A) To protect personal information from unauthorized access, use, modification, or disclosure, a business that owns or licenses personal information of an individual residing in the State shall implement and maintain reasonable security procedures and practices that are appropriate to the nature of the personal information owned or licensed and the nature and size of the business and its operations.

(B) (1) A business that uses a nonaffiliated third party as a service provider to perform services for the business and discloses personal information about an individual residing in the State under a written contract with the third party shall require by contract that the third party implement and maintain reasonable security procedures and practices that:

(i) are appropriate to the nature of the personal information disclosed to the nonaffiliated third party; and

(ii) are reasonably designed to help protect the personal information from unauthorized access, use, modification, disclosure, or destruction.
(2) This subsection shall apply to a written contract that is entered into on or after January 1, 2009.

14–3504.

(A) In this section:

(1) “Breach of the security of a system” means the unauthorized acquisition of computerized data that compromises the security, confidentiality, or integrity of the personal information maintained by a business and will likely result in a material risk of identity theft; and

(2) “Breach of the security of a system” does not include the good faith acquisition of personal information by an employee or agent of a business for the purposes of the business, provided that:

(I) The personal information is not used or subject to further unauthorized disclosure; and

(II) It is not likely that the acquisition will result in a material risk of identity theft.

(B) (1) A business that owns or licenses computerized data that includes personal information of an individual residing in the State, when it discovers or is notified of a breach of the security of a system, shall conduct in good faith a reasonable and prompt investigation to determine the likelihood that the breach will result in a material risk of identity theft personal information of the individual has been or will be misused as a result of the breach.

(2) If, after the investigation is concluded, the business reasonably believes determines that the breach of the security of a system has resulted or will result in a material risk of identity theft of personal information of an individual residing in the State misuse of the individual’s personal information has occurred or is reasonably likely to occur as a result of a breach of the security of a system, the business shall notify the individual of the breach.
(3) **EXCEPT AS PROVIDED IN SUBSECTION (D) OF THIS SECTION,** THE NOTIFICATION REQUIRED UNDER PARAGRAPH (2) OF THIS SUBSECTION SHALL BE GIVEN AS SOON AS REASONABLY PRACTICABLE AFTER THE BUSINESS CONDUCTS THE INVESTIGATION REQUIRED UNDER PARAGRAPH (1) OF THIS SUBSECTION.

(4) **IF AFTER THE INVESTIGATION REQUIRED UNDER PARAGRAPH (1) OF THIS SUBSECTION IS CONCLUDED, THE BUSINESS DETERMINES THAT NOTIFICATION UNDER PARAGRAPH (2) OF THIS SUBSECTION IS NOT REQUIRED,** THE BUSINESS SHALL MAINTAIN RECORDS THAT REFLECT ITS DETERMINATION FOR 3 YEARS AFTER THE DETERMINATION IS MADE.

(C) (1) A BUSINESS THAT MAINTAINS COMPUTERIZED DATA THAT INCLUDES PERSONAL INFORMATION THAT THE BUSINESS DOES NOT OWN OR LICENSE SHALL NOTIFY THE OWNER OR LICENSEE OF THE PERSONAL INFORMATION OF A BREACH OF THE SECURITY OF A SYSTEM IF IT IS LIKELY THAT THE BREACH HAS RESULTED OR WILL RESULT IN A MATERIAL RISK OF IDENTITY THEFT THE MISUSE OF PERSONAL INFORMATION OF AN INDIVIDUAL RESIDING IN THE STATE.

(2) **EXCEPT AS PROVIDED IN SUBSECTION (D) OF THIS SECTION,** THE NOTIFICATION REQUIRED UNDER PARAGRAPH (1) OF THIS SUBSECTION SHALL BE GIVEN AS SOON AS REASONABLY PRACTICABLE AFTER THE BUSINESS DISCOVERS OR IS NOTIFIED OF THE BREACH OF THE SECURITY OF A SYSTEM.

(3) A BUSINESS THAT IS REQUIRED TO NOTIFY AN OWNER OR LICENSEE OF PERSONAL INFORMATION OF A BREACH OF THE SECURITY OF A SYSTEM UNDER PARAGRAPH (1) OF THIS SUBSECTION SHALL SHARE WITH THE OWNER OR LICENSEE INFORMATION RELEVANT TO THE BREACH.

(D) (1) **THE NOTIFICATION REQUIRED UNDER SUBSECTIONS (B) AND (C) OF THIS SECTION MAY BE DELAYED:**

(I) IF A LAW ENFORCEMENT AGENCY DETERMINES THAT THE NOTIFICATION WILL IMPED A CRIMINAL INVESTIGATION OR JEOPARDIZE HOMELAND OR NATIONAL SECURITY; OR
(II) To determine the scope of the breach of the security of a system, identify the individuals affected, or restore the integrity of the system.

(2) If notification is delayed under paragraph (1)(I) of this subsection, notification shall be given as soon as reasonably practicable after the law enforcement agency determines that it will not impede a criminal investigation and will not jeopardize homeland or national security.

(E) The notification required under subsections (B) and (C) of this section may be given:

(1) By written notice sent to the most recent address of the individual in the records of the business;

(2) By electronic notice, if the electronic notice is consistent with the requirements for electronic records and signatures under 15 U.S.C. § 7001 mail to the most recent electronic mail address of the individual in the records of the business, if:

   (I) The individual has expressly consented to receive electronic notice; or

   (II) The business conducts its business primarily through Internet account transactions or the Internet;

(3) By telephonic notice, to the most recent telephone number of the individual in the records of the business; or

(4) By substitute notice as provided in subsection (F) of this section, if:

   (I) The business demonstrates that the cost of providing notice would exceed $25,000 $100,000 or that the affected class of individuals to be notified exceeds 50,000 175,000; or

   (II) The business does not have sufficient contact information to give notice in accordance with item (1), (2), or (3) of this subsection.
(F) Substitute notice under subsection (e)(4) of this section shall consist of:

1. Electronically mailing the notice to an individual entitled to notification under subsection (b) of this section, if the business has an electronic mail address for the individual to be notified;

2. Conspicuous posting of the notice on the website of the business, if the business maintains a website; and

3. Notification to statewide media.

(G) The notification required under subsection (b) of this section shall include:

1. To the extent possible, a description of the categories of information that were, or are reasonably believed to have been, acquired by an unauthorized person, including which of the elements of personal information were, or are reasonably believed to have been, acquired;

2. Contact information for the business making the notification, including the business’ address, telephone number, and toll-free telephone number if one is maintained;

3. The toll-free telephone numbers and addresses for the major consumer reporting agencies; and

4. (i) The toll-free telephone numbers, addresses, and website addresses for:

   1. The Federal Trade Commission; and

   2. The Office of the Attorney General; and

   (ii) A statement that an individual can obtain information from these sources about steps the individual can take to avoid identity theft.
(C) Except as provided in paragraph (2) of this subsection, a business shall provide notice of a breach of the security of a system to the Office of the Attorney General within 5 business days after the business becomes aware discovers or is notified of the breach.

(2) The notification required under paragraph (1) of this subsection may be delayed if a law enforcement agency determines that the notification will impede a criminal investigation or jeopardize homeland or national security.

If notification is delayed under subparagraph (i) of this paragraph, notification shall be given as soon as reasonably practicable after the law enforcement agency determines that it will not impede a criminal investigation and will not jeopardize homeland or national security.

(i) A waiver of any provision of this section is contrary to public policy and is void and unenforceable.

(j) Compliance with this section does not relieve a business from a duty to comply with any other requirements of federal law relating to the protection and privacy of personal information.

14–3505.

The provisions of this subtitle are exclusive and shall preempt any provision of local law.

14–3506.

(A) If a business is required under § 14–3504 of this subtitle to give notice of a breach of the security of a system to 1,000 or more individuals, the business also shall notify, without unreasonable

(B) THIS SECTION DOES NOT REQUIRE THE INCLUSION OF THE NAMES OR OTHER PERSONAL IDENTIFYING INFORMATION OF RECIPIENTS OF NOTICES OF THE BREACH OF THE SECURITY OF A SYSTEM.

14–3507.

(A) IN THIS SECTION, “AFFILIATE” MEANS A COMPANY THAT CONTROLS, IS CONTROLLED BY, OR IS UNDER COMMON CONTROL WITH A BUSINESS DESCRIBED IN SUBSECTION (C)(1) OF THIS SECTION.

(B) A BUSINESS THAT COMPLIES WITH THE REQUIREMENTS FOR NOTIFICATION PROCEDURES, THE PROTECTION OR SECURITY OF PERSONAL INFORMATION, OR THE DESTRUCTION OF PERSONAL INFORMATION UNDER THE RULES, REGULATIONS, PROCEDURES, OR GUIDELINES ESTABLISHED BY THE PRIMARY OR FUNCTIONAL FEDERAL OR STATE REGULATOR OF THE BUSINESS SHALL BE DEEMED TO BE IN COMPLIANCE WITH THIS SUBTITLE.


14–3508.

A VIOLATION OF THIS SUBTITLE:

(1) IS AN UNFAIR OR DECEPTIVE TRADE PRACTICE WITHIN THE MEANING OF TITLE 13 OF THIS ARTICLE; AND

(2) IS SUBJECT TO THE ENFORCEMENT AND PENALTY PROVISIONS CONTAINED IN TITLE 13 OF THIS ARTICLE.

SECTION 2. AND BE IT FURTHER ENACTED, That this Act shall take effect January 1, 2008.

Approved by the Governor, May 17, 2007.