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CHAPTER _____

AN ACT concerning

Commercial Law – Internet Privacy and Net Neutrality

FOR the purpose of specifying the circumstances under which a broadband Internet access service provider may handle certain customer personal information in a certain manner; establishing a mechanism through which a broadband Internet access service provider may obtain customer consent to have certain personal information handled in a certain manner; prohibiting a broadband Internet access service provider from taking certain actions based on whether a customer has consented to have certain customer personal information handled in a certain manner; specifying the circumstances under which a broadband Internet access service provider may handle certain customer personal information in a certain manner without consent from a customer; authorizing a broadband Internet access service provider to handle certain customer personal information in a certain manner for the purpose of advertising or marketing to the customer; requiring a broadband Internet access service provider to disclose certain customer personal information under certain circumstances; requiring a broadband Internet access service provider to implement certain measures to protect certain customer personal information; authorizing a broadband Internet access service provider to take certain actions to comply with the requirement to implement certain measures to protect certain customer personal information; prohibiting a broadband Internet access service provider from retaining certain customer personal information for longer than a certain amount of time, subject to certain exceptions; requiring a broadband Internet access service provider to provide certain notice; specifying that a certain term in a contract is void and

EXPLANATION: CAPITALS INDICATE MATTER ADDED TO EXISTING LAW.
[Brackets] indicate matter deleted from existing law.
Underlining indicates amendments to bill.
Strike-out indicates matter stricken from the bill by amendment or deleted from the law by amendment.
unenforceable under certain circumstances; providing for the enforcement of this Act; providing that State funds may be used only by the State, a political subdivision, or a unit, an agency, or any instrumentality of the State or a political subdivision or by a person awarded a contract or grant by certain persons to procure services from an Internet service provider that does not block certain content applications, services, and devices, impair or degrade certain Internet traffic on a certain basis, or engage in certain commercial traffic preferencing; declaring the intent of the General Assembly to prohibit the State and municipalities that provide broadband services from imposing certain restrictions; providing for the construction and application of this Act; defining certain terms; and generally relating to Internet privacy and usage.

BY adding to Article – Commercial Law
Section 14–4101 through 14–4109 to be under the new subtitle “Subtitle 41. Internet Privacy and Net Neutrality” Annotated Code of Maryland (2013 Replacement Volume and 2017 Supplement)

BY adding to Article – State Finance and Procurement
Section 2–801 to be under the new subtitle “Subtitle 8. Restrictions on the Use of State Funds” Annotated Code of Maryland (2015 Replacement Volume and 2017 Supplement)

SECTION 1. BE IT ENACTED BY THE GENERAL ASSEMBLY OF MARYLAND, That the Laws of Maryland read as follows:

Article – Commercial Law

SUBTITLE 41. INTERNET PRIVACY AND NET NEUTRALITY.

14–4101.

(A) In this subtitle the following words have the meanings indicated.

(B) “AGGREGATE CUSTOMER PERSONAL INFORMATION DATASET” means collective data that:

(1) Relates to a group or a category of customers, from which individual customer identities and characteristics have been removed; and

(2) Is not linked or able to be linked through reasonable efforts to an individual, a household, or a device.
(C) (1) “BROADBAND INTERNET ACCESS SERVICE” or “BIAS” means a mass–market retail service by wire or radio that provides the capability to transmit data to and to receive data from all or substantially all Internet endpoints.

(2) “BROADBAND INTERNET ACCESS SERVICE” or “BIAS” includes:

(i) capabilities that are incidental to and enable operation of the communications service; and

(ii) service that the Federal Communications Commission determines provides a functional equivalent of the service described in paragraph (1) of this subsection.

(3) “BROADBAND INTERNET ACCESS SERVICE” or “BIAS” does not include dial–up Internet access service.

(D) “BROADBAND INTERNET ACCESS SERVICE PROVIDER” or “BIAS PROVIDER” means an individual or a person engaged in the provision of broadband Internet access service.

(E) “CUSTOMER” means an individual or any other person who is:

(1) an applicant for broadband Internet access service; or

(2) a current or former subscriber to broadband Internet access service.

(F) (1) “CUSTOMER PERSONAL INFORMATION” means information that is collected by or made available to a broadband Internet access service provider solely through the customer–provider relationship.

(2) “CUSTOMER PERSONAL INFORMATION” includes:

(i) name and billing information;

(ii) government–issued identifiers, such as a Social Security number or a driver’s license number;

(iii) other contact information, such as a physical address, an e–mail address, or a telephone number;
(IV) Demographic information, such as date of birth, age, race, ethnicity, nationality, religion, political beliefs, gender, or sexual orientation;

(V) Financial information, health information, or information pertaining to children;

(VI) Geolocation information that is sufficient to identify a street name and the name of a city or town;

(VII) Information that relates to the quantity, technical configuration, type, destination, location, and amount of use of the broadband Internet access system, including web-browsing history, application usage history, timing of use, quantity of use, and origin source and destination Internet Protocol addresses of all traffic;

(VIII) Content of communications, including any part of the substance, purpose, or meaning of a communication or any other part of a communication that is highly suggestive of the substance, purpose, or meaning of a communication, such as application payload;

IX) Device identifiers, such as a Media Access Control address, International Mobile Equipment Identity number, and Internet Protocol address;

(X) Customer information that is collected or made available and maintained in a way that the information is linked or able to be linked through reasonable efforts to a customer or a device; and

(XI) Information that is related to a customer, despite the customer’s identity and characteristics having been removed.

(G) “Material change” means any change that a customer would reasonably consider important to the customer’s decisions regarding the customer’s privacy.

(H) “Opt–in consent” means affirmative, express customer approval for the requested use, disclosure, sale, or access to customer personal information after the customer has been provided appropriate notification of its practices under § 14–4106 of this subtitle.
14–4102.

This subtitle applies to a BIAS provider operating in the State when the BIAS provider is providing BIAS to customers in the State.

14–4103.

(A) A BIAS provider may use, disclose, sell, or provide access to customer personal information if the BIAS provider obtains opt-in consent that the customer has not revoked.

(B) Except as provided in § 14–4104 of this subtitle, a BIAS provider may not use, disclose, sell, or provide access to a customer’s personal information without opt-in consent from the customer.

(C) In order to determine whether a BIAS provider has received opt-in consent, the BIAS provider shall develop a mechanism for customers to grant, deny, or revoke consent that is:

1. Easy to use and understand;

2. Not misleading;

3. Continuously available through all methods that the BIAS provider uses to manage accounts;

4. In the language that the BIAS provider primarily uses to conduct business with the customer; and

5. Made available to the customer for no additional charge.

(D) A customer’s grant, denial, or revocation of consent shall be given effect promptly and remain in effect until the customer revokes or limits the grant, denial, or revocation of consent.

(E) A BIAS provider may not:

1. Refuse to serve a customer who does not provide consent under this section; or

2. Charge a customer a higher price or offer a customer a
DISCOUNTED PRICE BASED ON THE CUSTOMER’S DECISION TO PROVIDE OR NOT PROVIDE OPT–IN CONSENT.

14–4104.

(A) Notwithstanding § 14–4103 of this subtitle, a BIAS provider may use, disclose, sell, or provide access to customer personal information without opt–in consent from a customer to:

(1) Use the information when it is derived from or necessary for the provision of BIAS;

(2) Comply with legal process or other laws, court orders, or administrative orders;

(3) Initiate, render, bill for, and collect payments;

(4) Protect the rights or property of the BIAS provider or to protect customers and other BIAS providers from fraudulent, abusive, or unlawful use of or subscription to the BIAS provider’s network; or

(5) Provide location information concerning the customer:

(I) If a customer has requested emergency services, to a public safety answering point, an emergency medical service provider or an emergency dispatch provider, a public safety, fire service, or law enforcement official, or a hospital emergency or trauma care facility;

(II) If an emergency situation arises that involves the risk of death or serious injury, to the customer’s legal guardian, members of the customer’s family, or a person reasonably believed by the BIAS provider to be a close personal friend of the customer; or

(III) If the delivery of emergency services is needed, to providers of information or database management services.

(B) Except as otherwise provided in state law, unless a customer has opted out of receiving the communication, a BIAS provider may use, disclose, sell, or provide access to customer personal information to advertise or market the BIAS provider’s communications–related
SERVICES TO THE CUSTOMER.

(C) On written request by a customer, the BIAS provider shall disclose customer personal information to the customer or to any person that the customer designates.

(A) (1) A BIAS provider shall implement reasonable measures to protect customer personal information from unauthorized use, disclosure, sale, access, destruction, or modification.

(2) The reasonableness of the BIAS provider’s security measures shall be based on an assessment of:

(i) The nature and scope of the BIAS provider’s activities;

(ii) The sensitivity of the data it collects;

(iii) The size of the BIAS provider; and

(iv) The technical feasibility of the measures.

(B) A BIAS provider may employ any lawful security measure to comply with the requirement under subsection (a) of this section.

(C) (1) Except as provided in paragraph (2) of this subsection, a BIAS provider may not retain customer personal information for longer than reasonably necessary to accomplish the purposes for which the information was collected.

(2) A BIAS provider may retain customer personal information for longer than reasonably necessary if:

(i) The retention is required by § 14–4104 of this subtitle; or

(ii) The data is part of an aggregate customer personal information dataset.

14–4106.
(A) A BIAS PROVIDER SHALL PROVIDE NOTICE OF THE REQUIREMENTS OF THIS SUBTITLE THAT IS:

(1) IN THE LANGUAGE THAT THE BIAS PROVIDER PRIMARILY USES TO CONDUCT BUSINESS WITH THE CUSTOMER; AND

(2) CONTINUOUSLY AVAILABLE THROUGH ALL METHODS THAT THE BIAS PROVIDER USES TO MANAGE ACCOUNTS.

(B) THE NOTICE SHALL SPECIFY AND DESCRIBE, OR LINK TO A RESOURCE THAT SPECIFIES AND DESCRIBES:


(2) THE CIRCUMSTANCES UNDER WHICH THE BIAS PROVIDER DISCLOSES, SELLS, OR PROVIDES ACCESS TO THE INFORMATION THAT IT COLLECTS;

(3) THE CATEGORIES OF ENTITIES TO WHICH THE BIAS PROVIDER DISCLOSES, SELLS, OR PROVIDES ACCESS TO CUSTOMER PERSONAL INFORMATION AND THE PURPOSES FOR WHICH EACH CATEGORY OF ENTITY WILL USE THE INFORMATION; AND

(4) THE CUSTOMER’S RIGHT TO CONSENT WITH REGARD TO THE USE, DISCLOSURE, SALE, OR ACCESS TO CUSTOMER PERSONAL INFORMATION AND HOW THAT RIGHT MAY BE EXERCISED.

(C) BEFORE A BIAS PROVIDER MAY MAKE MATERIAL CHANGES TO HOW IT USES, DISCLOSES, SELLS, OR PROVIDES ACCESS TO CUSTOMER PERSONAL INFORMATION, THE BIAS PROVIDER SHALL:

(1) PROVIDE ADVANCE NOTICE OF THE CHANGE; AND

(2) REMIND CUSTOMERS OF THE ABILITY TO GRANT, DENY, OR REVOKE CONSENT AT ANY TIME.

14–4107.

NOTHING IN THIS SUBTITLE MAY BE CONSTRUED TO RESTRICT A BIAS PROVIDER FROM:
(1) Generating an aggregate customer personal information dataset using customer personal information; or

(2) Using, disclosing, selling, or authorizing access to an aggregate customer personal information dataset that the BIAS provider has generated.

A term in a contract that purports to waive the rights under this subtitle is void and unenforceable as contrary to the public policy of the State.

The Consumer Protection Division in the Office of the Attorney General shall enforce this subtitle.

Article – State Finance and Procurement

Subtitle 8. Restrictions on the Use of State Funds.

2–801.

(A) (1) In this section, “Reasonable network management” means a network management practice that has primarily technical network management justification.

(2) “Reasonable network management” includes a practice that is primarily used for and tailored to achieving a legitimate network management purpose, taking into account the particular network architecture and technology of the broadband Internet access service.

(3) “Reasonable network management” does not include other business practices.

(B) State funds may be used only by the State, a political subdivision, or a unit, an agency, or any instrumentality of the State or a political subdivision or a person awarded a contract or grant by the State, a political subdivision, or a unit, an agency, or any instrumentality of the State or a political subdivision to procure services from an Internet service provider that does not:
(1) Block lawful content, applications, services, or nonharmful devices, subject to reasonable network management;

(2) Impair or degrade lawful internet traffic on the basis of internet content, application, or service, or use of a nonharmful device, subject to reasonable network management; and

(3) Engage in commercial traffic preferencing, including traffic shaping, prioritization, resource reservation, or other forms of preferential traffic management:

   (I) in exchange for consideration from a third party;

   OR

   (II) to benefit an affiliated entity.

SECTION 2. AND BE IT FURTHER ENACTED, That:

(a) In this section, “broadband Internet access services” means a service by wire or radio that provides the capability to transmit data to and receive data from all or substantially all Internet endpoints.

(b) It is the intent of the General Assembly that, if the State or a municipality provides broadband Internet access services, the State or the municipality may not impose use restrictions that prohibit the exercise of free speech.

SECTION 2. AND BE IT FURTHER ENACTED, That this Act shall take effect June 1, 2018.

Approved:

__________________________________________
Governor.

__________________________________________
Speaker of the House of Delegates.

__________________________________________
President of the Senate.