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A BILL ENTITLED

AN ACT concerning

Online Consumer Protection Act

FOR the purpose of requiring certain businesses that collect a consumer’s personal
information to provide certain notices to the consumer at or before the point of
collection; authorizing a consumer to submit a certain request for information to a
business that collects the consumer’s personal information; requiring a business to
comply with a certain request for information in a certain manner and within a
certain period of time; establishing certain exceptions to a consumer’s request for
personal information; requiring a business to establish a means for consumers to
submit certain requests; requiring a business to deliver certain information to a
consumer in a certain manner; requiring a business to include certain information
in a certain policy or website and update the information periodically; requiring a
business to ensure that the individuals responsible for handling certain consumer
inquiries are informed of certain requirements relating to consumer personal
information privacy and how to direct consumers to exercise their rights; authorizing
consumers to request a business to delete certain personal information and requiring
a business to comply with a consumer’s request for deletion in a certain manner;
authorizing consumers to demand that a business not disclose the consumer’s
personal information to third parties and requiring businesses to comply with the
consumer’s request to opt out in a certain manner; prohibiting a business from taking
certain actions against a consumer who exercises the consumer’s rights to consumer
personal information privacy; providing for certain exceptions to an otherwise
authorized disclosure of consumer personal information; authorizing the Office of the
Attorney General to seek a temporary restraining order, a preliminary or permanent
injunction, or certain civil penalties against a party for violating a consumer’s
personal information privacy; requiring the Office of the Attorney General to adopt
certain regulations on or before a certain date; providing for the application of this
Act; providing for a delayed effective date; defining certain terms; and generally
relating to privacy of consumer personal information.

BY adding to

EXPLANATION: CAPITALS INDICATE MATTER ADDED TO EXISTING LAW.
[Brackets] indicate matter deleted from existing law.
Article – Commercial Law

Section 14–4201 through 14–4214 to be under the new subtitle “Subtitle 42. Consumer Personal Information Privacy”

Annotated Code of Maryland (2013 Replacement Volume and 2018 Supplement)

SECTION 1. BE IT ENACTED BY THE GENERAL ASSEMBLY OF MARYLAND, That the Laws of Maryland read as follows:

Article – Commercial Law

SUBTITLE 42. CONSUMER PERSONAL INFORMATION PRIVACY.

14–4201.

(A) IN THIS SUBTITLE THE FOLLOWING WORDS HAVE THE MEANINGS INDICATED.

(B) (1) “AGGREGATE CONSUMER INFORMATION” MEANS INFORMATION THAT RELATES TO A GROUP OR CATEGORY OF CONSUMERS, FROM WHICH INDIVIDUAL CONSUMER IDENTITIES HAVE BEEN REMOVED, THAT IS NOT LINKED OR REASONABLY LINKABLE TO ANY CONSUMER, INCLUDING THROUGH A DEVICE.

(2) “AGGREGATE CONSUMER INFORMATION” DOES NOT INCLUDE AN INDIVIDUAL CONSUMER RECORD THAT HAS BEEN DE–IDENTIFIED.

(C) (1) “BIOMETRIC INFORMATION” MEANS AN INDIVIDUAL’S PHYSIOLOGICAL, BIOLOGICAL, OR BEHAVIORAL CHARACTERISTICS, INCLUDING AN INDIVIDUAL’S DEOXYRIBONUCLEIC ACID, THAT CAN BE USED, ALONE OR IN COMBINATION WITH EACH OTHER OR WITH OTHER IDENTIFYING DATA, TO ESTABLISH INDIVIDUAL IDENTITY.

(2) “BIOMETRIC INFORMATION” INCLUDES:

(I) IMAGERY OF THE IRIS, RETINA, FINGERPRINT, FACE, HAND, PALM, AND VEIN PATTERNS, AND VOICE RECORDINGS FROM WHICH AN IDENTIFIER TEMPLATE, SUCH AS A FACE PRINT, A MINUTIAE TEMPLATE, OR A VOICEPRINT, CAN BE EXTRACTED; AND

(II) KEYSTROKE PATTERNS OR RHYTHMS, GAIT PATTERNS OR RHYTHMS, AND SLEEP, HEALTH, OR EXERCISE DATA THAT CONTAIN IDENTIFYING INFORMATION.

(D) “BUSINESS” MEANS:
(1) A SOLE PROPRIETORSHIP, A PARTNERSHIP, A LIMITED LIABILITY
COMPANY, A CORPORATION, AN ASSOCIATION, OR ANY OTHER LEGAL ENTITY THAT:

   (i) IS ORGANIZED OR OPERATED FOR THE PROFIT OR
FINANCIAL BENEFIT OF ITS SHAREHOLDERS OR OTHER OWNERS;

   (ii) COLLECTS THE PERSONAL INFORMATION OF STATE
CONSUMERS; AND

   (iii) SATISFIES ONE OR MORE OF THE FOLLOWING THRESHOLDS:

        1. HAS ANNUAL GROSS REVENUES IN EXCESS OF
$25,000,000;

        2. ANNUALLY BUYS, RECEIVES FOR THE BUSINESS’S
COMMERCIAL PURPOSES, SELLS, OR SHARES FOR COMMERCIAL PURPOSES, ALONE
OR IN COMBINATION, THE PERSONAL INFORMATION OF 100,000 OR MORE
CONSUMERS, HOUSEHOLDS, OR DEVICES; OR

        3. DERIVES AT LEAST ONE–HALF OF ITS ANNUAL
REVENUES FROM SELLING CONSUMERS’ PERSONAL INFORMATION; OR

(2) ANY ENTITY THAT:

   (i) CONTROLS OR IS CONTROLLED BY A BUSINESS UNDER ITEM
(1) OF THIS SUBSECTION; AND

   (ii) SHARES A NAME, SERVICE MARK, OR TRADEMARK WITH THE
BUSINESS.

(E) “BUSINESS PURPOSE” MEANS THE REASON FOR THE USE OF PERSONAL
INFORMATION BY A BUSINESS OR A SERVICE PROVIDER.

(F) (1) “COLLECT” MEANS TO BUY, RENT, GATHER, OBTAIN, RECEIVE, OR
ACCESS ANY PERSONAL INFORMATION PERTAINING TO A CONSUMER BY ANY MEANS.

         (2) “COLLECT” INCLUDES TO RECEIVE INFORMATION FROM THE
CONSUMER, EITHER ACTIVELY OR PASSIVELY, OR BY OBSERVING THE CONSUMER’S
BEHAVIOR.

(G) “CONSUMER” MEANS AN INDIVIDUAL WHO RESIDES IN THE STATE.
(H) "DE–IDENTIFIED" MEANS, WITH RESPECT TO INFORMATION, PROCESSED SO THAT THE INFORMATION CANNOT REASONABLY IDENTIFY, RELATE TO, DESCRIBE, BE CAPABLE OF BEING ASSOCIATED WITH, OR BE LINKED, DIRECTLY OR INDIRECTLY, TO A PARTICULAR CONSUMER, IF A BUSINESS THAT USES DE–IDENTIFIED INFORMATION:

(1) HAS IMPLEMENTED TECHNICAL SAFEGUARDS THAT PROHIBIT RE–IDENTIFICATION OF THE CONSUMER TO WHOM THE INFORMATION MAY PERTAIN;

(2) HAS IMPLEMENTED BUSINESS PROCESSES THAT SPECIFICALLY PROHIBIT RE–IDENTIFICATION OF THE INFORMATION;

(3) HAS IMPLEMENTED BUSINESS PROCESSES TO PREVENT INADVERTENT RELEASE OF DE–IDENTIFIED INFORMATION; AND

(4) MAKES NO ATTEMPT TO RE–IDENTIFY THE INFORMATION.

(I) (1) "DESIGNATED METHOD FOR SUBMITTING REQUESTS" MEANS A MAILING ADDRESS, AN E–MAIL ADDRESS, AN INTERNET WEBSITE, AN INTERNET PORTAL, A TELEPHONE NUMBER, OR ANY OTHER APPLICABLE CONTACT INFORMATION THROUGH WHICH A CONSUMER MAY SUBMIT A REQUEST OR DIRECTION UNDER THIS SUBTITLE.

(2) "DESIGNATED METHOD FOR SUBMITTING REQUESTS" INCLUDES A CONSUMER–FRIENDLY MEANS OF CONTACTING A BUSINESS APPROVED BY THE ATTORNEY GENERAL UNDER § 14–4211(A)(4) OF THIS SUBTITLE.

(J) "DEVICE" MEANS A PHYSICAL OBJECT THAT IS CAPABLE OF CONNECTING TO THE INTERNET, DIRECTLY OR INDIRECTLY, OR TO ANOTHER DEVICE.

(K) "HOMEPAGE" MEANS:

(1) THE INTRODUCTORY PAGE OF AN INTERNET WEBSITE AND ANY INTERNET WEBPAGE WHERE PERSONAL INFORMATION IS COLLECTED; OR

(2) IN THE CASE OF AN ONLINE SERVICE OR APPLICATION:

(i) THE SERVICE OR APPLICATION PLATFORM PAGE OR DOWNLOAD PAGE;
(II) A link within the service or application, such as from the service or application configuration, “About”, “Information”, or settings page; or

(III) Any other location that allows a consumer to review the notice required by § 14–4202(a) of this subtitle, whether before or after downloading the application or service.

(I) “Infer” means to derive information, data, assumptions, or conclusions from facts, evidence, or another source of information or data.

(M) (1) “Personal information” means information relating to an identified or identifiable consumer and information that identifies, relates to, describes, is capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular consumer or the consumer’s device.

(2) “Personal information” does not include:

(I) Information that is lawfully made available from federal, state, or local government records; or

(II) Consumer information that is de-identified or aggregate consumer information.

(N) “Probabilistic identifier” means the identification of a consumer or a device to a degree of certainty of more probable than not based on any categories of personal information included in, or similar to, the categories listed in subsection (M) of this section.

(O) “Processing” means an operation or a set of operations that is performed on personal data or on sets of personal data, whether or not by automated means.

(P) “Pseudonymize” means the processing of personal information in a manner that renders the personal information no longer attributable to a specific consumer without the use of additional information if the additional information is kept separately and is subject to technical and organizational measures to ensure that the personal information is not attributed to an identified or identifiable consumer.
(Q) “Research” means scientific, systematic study and observation, including basic research or applied research that is in the public interest and that adheres to all other applicable ethics and privacy laws or studies conducted in the public interest in the area of public health.

(R) “Service” means work, labor, and services, including services furnished in connection with the sale or repair of goods.

(S) “Service provider” means a person that processes information on behalf of a business and to which the business discloses a consumer’s personal information for a business purpose in accordance with a written contract if the contract prohibits the entity receiving the information from retaining, using, or disclosing the personal information for any purpose other than for the specific purpose of performing the services specified in the contract for the business, or as otherwise allowed by this subtitle.

(T) “Third party” means a person that is not the business that collects personal information from consumers under this subtitle or a service provider of that business.

(U) (1) “Third–party disclosure” means a transfer of a consumer’s personal information by the business to a third party, including selling, renting, releasing, disseminating, making available, transferring, or otherwise communicating orally, in writing, or by electronic or other means.

(2) “Third–party disclosure” does not include:

(I) A disclosure by a business of personal information of a consumer to a service provider that is necessary to the performance of a business purpose included in a notice under § 14–4202 of this subtitle;

(II) Identification by a business of a consumer who has opted out of the sale of the consumer’s personal information for the purpose of alerting third parties that the consumer has opted out of the sale of the consumer’s personal information; or

(III) The transfer by a business to a third party of the personal information of a consumer as an asset that is part of a merger, an acquisition, a bankruptcy, or any other transaction in which the
THIRD PARTY ASSUMES CONTROL OF ALL OR PART OF THE BUSINESS IF THAT INFORMATION IS USED OR SHARED CONSISTENTLY WITH THE NOTICE RECEIVED BY CONSUMERS UNDER § 14–4202 OF THIS SUBTITLE.

(V) “Unique identifier” means a persistent identifier that can be used to recognize a consumer or a device that is linked to a consumer or household, over time and across different services, including:

1. A device identifier;
2. An internet protocol address;
3. A cookie, beacon, pixel tag, mobile ad identifier, or similar technology;
4. A consumer number, unique pseudonym, or user alias; or
5. A telephone number or any other form of persistent or probabilistic identifier that can be used to identify a particular consumer or device.

14–4202.

(A) A business that collects a consumer’s personal information shall, at or before the point of collection, notify a consumer of:

1. The categories of personal information the business will collect about that consumer;
2. The business purposes for which the categories of personal information may be used;
3. The categories of third parties to which the business discloses personal information;
4. The business purpose for third-party disclosure; and
5. The consumer’s rights to request:

(i) A copy of the consumer’s personal information under § 14–4203 of this subtitle;
(II) The deletion of the consumer’s personal information under § 14–4205 of this subtitle; and

(III) To opt out of third-party disclosure under § 14–4206 of this subtitle.

(B) A business may not collect additional categories of personal information or use personal information collected for additional purposes without first providing the consumer with notice consistent with this section.

14–4203.

(A) A consumer may request that a business that collects a consumer’s personal information disclose to that consumer:

(1) The specific pieces of personal information the business has collected about that consumer;

(2) The sources from which the consumer’s personal information was collected;

(3) The names of third parties to which the business disclosed the consumer’s personal information; and

(4) The business purpose for third-party disclosure.

(B) A business shall provide the information specified in subsection (A) of this section to a consumer only on receipt of a verifiable consumer request.

(C) (1) A business that receives a verifiable consumer request from a consumer to access personal information shall promptly take steps to deliver, free of charge to the consumer, the personal information required by this section.

(2) The information may be delivered by mail or electronically, and if provided electronically, the information shall be in a portable and, to the extent technically feasible, readily useable format that allows the consumer to transmit this information to another entity without hindrance.
(D) A business may provide personal information to a consumer at any time, notwithstanding § 14–4204 of this subtitle, but may not be required to provide personal information to the same consumer more than twice in a 12-month period.

(E) This section may not require a business to:

(1) Retain any personal information about a consumer collected for a single one-time transaction if, in the ordinary course of business, that information about the consumer is not retained;

(2) Re-identify or otherwise link any data that, in the ordinary course of business, is not maintained in a manner that would be considered personal information; or

(3) Disclose any specific personal information that would adversely affect the legal rights of other consumers.

(F) If verified requests from a consumer are manifestly unfounded or excessive, in particular because of their repetitive character, a business may either charge a reasonable fee, taking into account the administrative costs of providing the information or communication or taking the action requested, or refuse to act on the request and notify the consumer of the reason for refusing the request.

14–4204.

(A) (1) A business shall, in a form that is reasonably accessible to consumers, make available to consumers two or more designated methods for submitting consumer verified requests, including, if the business maintains an Internet website, a link on the homepage of the website.

(2) A business may not require the consumer to create an account with the business in order to make a verifiable consumer request.

(B) (1) A business shall deliver to a consumer free of charge within 45 days after receiving a verifiable consumer request from the consumer the information required in § 14–4203 of this subtitle in a readily useable format that allows the consumer to transmit the information from one entity to another entity without hindrance.
(2) The time period to provide the required information may be extended once by up to an additional 45 days when reasonably necessary, if the consumer is provided notice of the extension within the first 45–day period.

(c) A business is not required to provide the information required by § 14–4203 of this subtitle to the same consumer more than twice in a 12–month period.

(d) A business shall include the following information in its online privacy policy if the business has an online privacy policy, or if the business does not maintain a policy, on its Internet website, and update that information at least once every 12 months:

(1) The categories of personal information the business collects about consumers;

(2) The business purposes for which the categories of personal information are used;

(3) The categories of third parties to which the business discloses personal information;

(4) The business purpose for third–party disclosure; and

(5) The consumer’s rights to request:

   (i) A copy of the consumer’s personal information in accordance with § 14–4203 of this subtitle;

   (ii) The deletion of the consumer’s personal information in accordance with § 14–4205 of this subtitle; and

   (iii) To opt out of third–party disclosure in accordance with § 14–4206 of this subtitle.

(e) A business shall ensure that all individuals responsible for handling consumer inquiries about the business’s privacy practices or the business’s compliance with this subtitle are informed of all requirements in this subtitle and how to direct consumers to exercise their rights.
(F) A business shall use any personal information collected from the consumer in connection with the business’s verification of the consumer’s request solely for the purposes of verification.

14–4205.

(A) A consumer may request that a business delete any personal information about the consumer that the business has collected from the consumer.

(B) A business that collects personal information about consumers shall disclose, in accordance with § 14–4202 of this subtitle, the consumer’s rights to request the deletion of the consumer’s personal information.

(C) A business that receives a verifiable consumer request from a consumer to delete the consumer’s personal information in accordance with subsection (A) of this section shall delete the consumer’s personal information from its records and direct any service providers to delete the consumer’s personal information from the service providers’ records.

(D) A business or a service provider may not be required to comply with a consumer’s request to delete the consumer’s personal information if it is necessary for the business or service provider to maintain the consumer’s personal information in order to:

(1) Complete the transaction for which the personal information was collected, provide a good or service requested by the consumer or reasonably anticipated within the context of a business’s ongoing business relationship with the consumer, or otherwise perform a contract between the business and the consumer;

(2) Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal activity, or prosecute those responsible for that activity;

(3) Identify or repair errors that impair existing intended functionality;

(4) Exercise free speech, ensure the right of another consumer to exercise the right of free speech, or exercise another right provided for by law;
(5) Engage in public or peer-reviewed scientific, historical, or statistical research in the public interest that adheres to all other applicable ethics and privacy laws, when the businesses’ deletion of the information is likely to render impossible or to seriously impair the achievement of the research, if the consumer has provided informed consent; or

(6) Comply with a legal obligation.

14–4206.

(A) (1) A consumer may, at any time, demand that a business not disclose the consumer’s personal information to third parties.

(2) This right may be referred to as the “right to opt out of third–party disclosure”.

(B) Notwithstanding subsection (A) of this section, a business may not disclose the personal information of a consumer to a third party if the business has actual knowledge or willfully disregards the fact that the consumer is under the age of 18 years.

(C) (1) A business that has received direction from a consumer not to disclose the consumer’s personal information to third parties may not disclose the consumer’s personal information to third parties unless the consumer later provides express authorization for that disclosure.

(2) A business that has received direction from a consumer not to disclose the consumer’s personal information to third parties may not request authorization to disclose the consumer’s personal information to third parties for at least 12 months.

(D) (1) A business shall provide a clear and conspicuous link on the Internet homepage of the business to an Internet webpage that enables a consumer, or a person authorized by the consumer, to opt out of the third–party disclosure of the consumer’s personal information.

(2) A business may not require a consumer to create an account in order to exercise this right.
(E) A consumer may authorize another person solely to opt out of the sale or disclosure of the consumer’s personal information on the consumer’s behalf, and a business shall comply with an opt-out request received from a person authorized by the consumer to act on the consumer’s behalf, in accordance with regulations adopted by the attorney general.

14–4207.

A business may not discriminate against a consumer because the consumer exercised any of the consumer’s rights under this subtitle, including by:

1. Denying goods or services to the consumer;
2. Charging different prices or rates for goods or services, including through the use of discounts or other benefits or imposing penalties;
3. Providing a different level or quality of goods or services to the consumer; or
4. Suggesting that the consumer will receive a different price or rate for goods or services or a different level or quality of goods or services.

14–4208.

(A) The obligations imposed by this subtitle may not restrict the ability of any business or third party to:

1. Comply with federal, state, or local laws;
2. Comply with a civil, criminal, or regulatory inquiry, investigation, subpoena, or summons by a federal, state, or local authority;
3. Cooperate with law enforcement agencies concerning conduct or activity that the business, service provider, or third party reasonably and in good faith believes may violate federal, state, or local law;
4. Exercise legal rights or privileges; or
(5) Engage in news-gathering activities protected by the First Amendment.

(B) This subtitle does not apply to:

(1) A business collecting or disclosing personal information of the business’s employees to the extent that the business is collecting or disclosing the information within the scope of its role as an employer;

(2) Health information that is collected by a covered entity or business associate governed by the Privacy, Security, and Breach Notification Rules issued by the U.S. Department of Health and Human Services in 45 C.F.R. Parts 160 and 164, established in accordance with the federal Health Insurance Portability and Accountability Act of 1996 and the federal Health Information Technology for Economic and Clinical Health Act;

(3) A covered entity governed by the Privacy, Security, and Breach Notification Rules issued by the U.S. Department of Health and Human Services in 45 C.F.R. Parts 160 and 164, established in accordance with the federal Health Insurance Portability and Accountability Act of 1996, to the extent the provider or covered entity maintains patient information in the same manner as medical information or protected health information as described in item (2) of this subsection;

(4) Information collected as part of a clinical trial subject to the Federal Policy for the Protection of Human Subjects, also known as the Common Rule, pursuant to good clinical practice guidelines issued by the International Council for Harmonisation or in accordance with human subject protection requirements of the U.S. Food and Drug Administration;

(5) Sale of personal information to or from a consumer reporting agency if that information is to be reported in, or used to generate, a “consumer report” as defined by 15 U.S.C. § 1681(a) and use of that information is limited by the federal Fair Credit Reporting Act;

(6) Personal information collected, processed, sold, or disclosed under the federal Gramm-Leach-Bliley Act and implementing regulations;
(7) PERSONAL INFORMATION COLLECTED, PROCESSED, SOLD, OR DISCLOSED UNDER THE FEDERAL DRIVER’S PRIVACY PROTECTION ACT OF 1994; AND


14–4209.

RESEARCH WITH PERSONAL INFORMATION THAT MAY HAVE BEEN COLLECTED FROM A CONSUMER IN THE COURSE OF THE CONSUMER’S INTERACTIONS WITH A BUSINESS’S SERVICE OR DEVICE FOR OTHER PURPOSES SHALL BE:

(1) USED SOLELY FOR RESEARCH PURPOSES THAT ARE COMPATIBLE WITH THE CONTEXT IN WHICH THE PERSONAL INFORMATION WAS COLLECTED;

(2) RESTRICTED FROM USE FOR ANY COMMERCIAL PURPOSE;

(3) SUBSEQUENTLY PSEUDONYMIZED AND DE–IDENTIFIED, OR DE–IDENTIFIED AND IN THE AGGREGATE, SO THAT THE INFORMATION CANNOT REASONABLY IDENTIFY, RELATE TO, DESCRIBE, BE CAPABLE OF BEING ASSOCIATED WITH, OR BE LINKED, DIRECTLY OR INDIRECTLY, TO A PARTICULAR CONSUMER;

(4) MADE SUBJECT TO TECHNICAL SAFEGUARDS THAT PROHIBIT RE–IDENTIFICATION OF THE CONSUMER TO WHOM THE INFORMATION MAY PERTAIN;

(5) SUBJECT TO BUSINESS PROCESSES THAT SPECIFICALLY PROHIBIT RE–IDENTIFICATION OF THE INFORMATION;

(6) MADE SUBJECT TO BUSINESS PROCESSES TO PREVENT INADVERTENT RELEASE OF DE–IDENTIFIED INFORMATION;

(7) PROTECTED FROM ANY RE–IDENTIFICATION ATTEMPTS; AND

(8) SUBJECTED BY THE BUSINESS CONDUCTING THE RESEARCH TO ADDITIONAL SECURITY CONTROLS THAT LIMIT ACCESS TO THE RESEARCH DATA TO ONLY THOSE INDIVIDUALS IN A BUSINESS AS ARE NECESSARY TO CARRY OUT THE RESEARCH PURPOSE.

14–4210.
(A) **Whenever the Office of the Attorney General has reason to believe that any business, service provider, or other person is in violation of this subtitle, and that proceedings would be in the public interest, the Attorney General may:**

1. **Bring an action in the name of the State against the party to restrain the violation by temporary restraining order or preliminary or permanent injunction; and**

2. **Seek a civil penalty not exceeding $2,500 for each violation or not exceeding $7,500 for each intentional violation.**

(B) (1) **A business that discloses personal information to a service provider may not be liable under this subtitle if the service provider receiving the personal information uses the personal information in violation of the restrictions set forth in this subtitle, if, at the time of disclosing the personal information, the business does not have actual knowledge, or reason to believe, that the service provider intends to commit a violation.**

(2) **A service provider may not be liable under this subtitle for the obligations of a business for which it provides services as set forth in this subtitle.**

14–4211.

(A) **On or before July 1, 2021, the Office of the Attorney General shall solicit broad public participation and adopt regulations to further the purposes of this subtitle, including:**

1. **Updating as needed additional categories of personal information to those under § 14–4208(b) of this subtitle in order to address changes in technology, data collection practices, obstacles to implementation, and privacy concerns;**

2. **Updating as needed the definition of unique identifiers to address changes in technology, data collection, obstacles to implementation, and privacy concerns;**

3. **Establishing any exceptions necessary to comply with State or federal law, including exceptions relating to trade secrets and intellectual property rights;**
(4) ADOPTING REGULATIONS AND PROCEDURES:

   (I) TO FACILITATE AND GOVERN THE SUBMISSION OF
   VERIFIABLE CONSUMER REQUESTS UNDER §§ 14–4203 THROUGH 14–4206 OF THIS
   SUBTITLE;

   (II) TO GOVERN RESPONSES BY BUSINESSES AND SERVICE
   PROVIDERS TO VERIFIABLE CONSUMER REQUESTS UNDER §§ 14–4203 THROUGH
   14–4206 OF THIS SUBTITLE; AND

   (III) FOR THE DEVELOPMENT AND USE OF A RECOGNIZABLE AND
   UNIFORM OPT–OUT LOGO OR BUTTON BY ALL BUSINESSES TO PROMOTE CONSUMER
   AWARENESS OF THE OPPORTUNITY TO OPT OUT OF THIRD–PARTY DISCLOSURE OF
   CONSUMER PERSONAL INFORMATION;

   (5) ADJUSTING THE MONETARY THRESHOLD IN § 14–4201(d)(1)(III)1
   OF THIS SUBTITLE IN JANUARY OF EVERY ODD–NUMBERED YEAR TO REFLECT ANY
   INCREASE IN THE UNITED STATES BUREAU OF LABOR STATISTICS’ CONSUMER
   PRICE INDEX;

   (6) ENSURING THAT THE NOTICES AND INFORMATION THAT
   BUSINESSES ARE REQUIRED TO PROVIDE UNDER THIS SUBTITLE ARE PROVIDED IN
   A MANNER THAT MAY BE EASILY UNDERSTOOD BY THE AVERAGE CONSUMER, ARE
   ACCESSIBLE TO CONSUMERS WITH DISABILITIES, AND ARE AVAILABLE IN THE
   LANGUAGE PRIMARILY USED TO INTERACT WITH THE CONSUMER, INCLUDING
   ADOPTING REGULATIONS, PROCEDURES, AND GUIDELINES REGARDING FINANCIAL
   INCENTIVE OFFERINGS; AND

   (7) FURTHERING THE PURPOSES OF §§ 14–4203 THROUGH 14–4206
   OF THIS SUBTITLE, WITH THE GOAL OF MINIMIZING THE ADMINISTRATIVE BURDEN
   ON CONSUMERS, TAKING INTO ACCOUNT AVAILABLE TECHNOLOGY, SECURITY
   CONCERNS, AND THE BURDEN ON THE BUSINESS, TO GOVERN A DETERMINATION BY
   A BUSINESS THAT A REQUEST FOR INFORMATION RECEIVED BY A CONSUMER IS A
   VERIFIABLE CONSUMER REQUEST, INCLUDING TREATING A REQUEST SUBMITTED
   THROUGH A PASSWORD–PROTECTED ACCOUNT MAINTAINED BY THE CONSUMER
   WITH THE BUSINESS WHILE THE CONSUMER IS LOGGED INTO THE ACCOUNT AS A
   VERIFIABLE CONSUMER REQUEST AND PROVIDING A MECHANISM FOR A CONSUMER
   WHO DOES NOT MAINTAIN AN ACCOUNT WITH THE BUSINESS TO REQUEST
   INFORMATION THROUGH THE BUSINESS’S AUTHENTICATION OF THE CONSUMER’S
   IDENTITY.

   (B) THE ATTORNEY GENERAL MAY ADOPT ADDITIONAL REGULATIONS AS
   NECESSARY TO CARRY OUT THIS SUBTITLE.
(C) The Attorney General may not bring an enforcement action under this subtitle until 6 months after the publication of the final regulations issued in accordance with this section.

14–4212.

(A) Wherever possible, law relating to consumers’ personal information should be construed to harmonize with the provisions of this subtitle.

(B) In the event of a conflict between other laws and this subtitle, the provisions of the law that afford the greatest protection for the right of privacy for consumers shall control.

14–4213.

If a series of steps or transactions where component parts of a single transaction were taken with the intention of avoiding the reach of this subtitle, a court shall disregard the intermediate steps or transactions for purposes of carrying out the purposes of this subtitle.

14–4214.

Any provision of a contract or an agreement of any kind that purports to waive or limit in any way a consumer’s rights under this subtitle, including any right to a remedy or means of enforcement, shall be considered contrary to public policy and shall be void and unenforceable.

Section 2. And be it further enacted, That this Act shall take effect January 1, 2021.