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CHAPTER _____

AN ACT concerning

Maryland Online Consumer Protection and Child Safety Act
Workgroup on Online Consumer Personal Information Privacy

FOR the purpose of establishing the Workgroup on Online Consumer Personal Information Privacy; regulating the collection and use of consumers’ personal information by businesses; establishing the right of a consumer to receive information regarding collection practices, have personal information deleted by a business, and prohibit the disclosure of personal information by a business; requiring businesses to provide certain notices to consumers and include certain information in online privacy policies; authorizing the Office of the Attorney General to adopt regulations to carry out this Act; and generally relating to privacy of consumer personal information.

BY repealing and reenacting, with amendments,
Article—Commercial Law
Section 13–301(14)(xxxiv) and (xxxv)
Annotated Code of Maryland
(2013 Replacement Volume and 2021 Supplement)

BY adding to
Article—Commercial Law
Section 13–301(14)(xxxvi); and 14–4401 through 14–4415 to be under the new subtitle “Subtitle 44. Consumer Personal Information Privacy”
Annotated Code of Maryland
(2013 Replacement Volume and 2021 Supplement)

EXPLANATION: CAPITALS INDICATE MATTER ADDED TO EXISTING LAW.
[Brackets] indicate matter deleted from existing law.
Underlining indicates amendments to bill.
Strike out indicates matter stricken from the bill by amendment or deleted from the law by amendment.
SECTION 1. BE IT ENACTED BY THE GENERAL ASSEMBLY OF MARYLAND, That the Laws of Maryland read as follows:

(a) There is a Workgroup on Online Consumer Personal Information Privacy.

(b) The Workgroup shall include the following members:

(1) three members of the Senate of Maryland, appointed by the President of the Senate;

(2) three members of the House of Delegates, appointed by the Speaker of the House;

(3) a representative of the Office of the Attorney General, Consumer Protection Division, designated by the head of the Consumer Protection Division; and

(4) other persons who express interest in participating in the Workgroup.

(c) The President of the Senate and the Speaker of the House shall each appoint one of their members as cochair of the Workgroup.

(d) The Department of Legislative Services shall provide staff for the Workgroup.

(e) The Workgroup shall:

(1) review the current practices of business entities relating to the collection, use, storage, disclosure, analysis, deletion, and modification of online personal information of consumers in the State;

(2) monitor and analyze approaches to protecting online consumer privacy at the federal level, in other states, and internationally, including:

   (i) notice and disclosure obligations on business entities relating to online personal information;

   (ii) establishing and protecting rights of consumers relating to the processing of online personal information, including specific rights and protections relating to:

      1. personal information collected from children;

      2. biometric and genetic information that may be used to uniquely identify an individual;
3. personal information revealing racial or ethnic origin, religious beliefs, mental or physical health diagnosis, sexual orientation, or citizenship or immigration status; and

4. precise geolocation data;

(iii) protections against discrimination for the exercise of consumer rights relating to online personal information;

(iv) obligations on business entities relating to online consumer data minimization and protection;

(v) the types of entities and information subject to online consumer privacy requirements and any exemptions from the requirements; and

(vi) enforcement mechanisms for protecting consumer online privacy and remedies available to consumers; and

(3) make findings and recommendations relating to online consumer personal information privacy, including any recommended legislation.

(f) On or before December 1, 2022, the Workgroup shall submit a report to the Governor and, in accordance with § 2–1257 of the State Government Article, the Senate Finance Committee and the House Economic Matters Committee that includes the findings and recommendations of the Workgroup, including any recommended legislation for the 2023 regular legislative session.

Article—Commercial Law

13–301.

Unfair, abusive, or deceptive trade practices include any:

(14) Violation of a provision of:

(xxxiv) The federal Servicemembers Civil Relief Act; [or]

(xxxv) [§] SECTION 11–210 of the Education Article; or

(xxxvi) TITLE 14, SUBTITLE 44 OF THIS ARTICLE; or

SUBTITLE 44. CONSUMER PERSONAL INFORMATION PRIVACY.

14–4401.
(A) In this subtitle the following words have the meanings indicated.

(B) (1) “Aggregate consumer information” means information that relates to a group or category of consumers, from which individual consumer identities have been removed, that is not linked or reasonably linkable to any consumer, including through a device.

(2) “Aggregate consumer information” does not include an individual consumer record that has been de-identified.

(C) “Business” means:

(1) A sole proprietorship, a partnership, a limited liability company, a corporation, an association, or any other legal entity that:

   (i) Is organized or operated for the profit or financial benefit of its owners;

   (ii) Collects the personal information of an individual or a consumer; and

   (iii) Satisfies one or more of the following thresholds:

       1. Has annual gross revenues in excess of $25,000,000;

       2. Annually buys, receives for the business’s commercial purposes, sells, or shares for commercial purposes, alone or in combination, the personal information of 100,000 or more consumers, households, or devices; or

       3. Derives at least 50% of its annual revenues from selling consumers’ personal information; or

(2) Any entity that:

   (i) Controls or is controlled by a business under item (1) of this subsection; and

   (ii) Shares a name, service mark, or trademark with the business.
"Business purpose" means the use of personal information by a business or a service provider in a manner reasonably necessary to achieve the operational purpose for which the information was collected.

"Collect" means to buy, rent, gather, obtain, receive, or access any personal information relating to a consumer by any means.

"Collect" includes to receive information from the consumer or by observing the consumer’s behavior.

"Consumer" means an individual who resides in the State.

"De-identified" means, with respect to information, processed so that the information cannot reasonably identify, relate to, describe, be capable of being associated with, or be linked to a particular consumer, if a business that uses de-identified information:

1. Has implemented technical safeguards that prohibit re-identification of the consumer to whom the information may relate;
2. Has implemented business processes that specifically prohibit re-identification of the information;
3. Has implemented business processes to prevent inadvertent release of de-identified information; and
4. Makes no attempt to re-identify the information.

"Designated method for submitting verifiable consumer requests" means a mailing address, an e-mail address, an Internet website, an Internet portal, a telephone number, or any other applicable contact information through which a consumer may submit a request or direction under this subtitle.

"Designated method for submitting verifiable consumer requests" includes a consumer-friendly means of contacting a business approved by the Attorney General under § 14–4412(4) of this subtitle.

"Device" means a physical object that is capable of connecting to the Internet or to another device.

"Homepage" means:
(1) The introductory page of an Internet website and any Internet webpage where personal information is collected; or

(2) In the case of an online service or application:
   (i) The service or application platform page or download page;
   (ii) A link within the service or application, such as from the service or application configuration, “About”, “Information”, or settings page; or
   (iii) Any other location that allows a consumer to review the notice required by § 14-4403(a) of this subtitle, whether before or after downloading the application or service.

(k) (1) “Personal information” means information that identifies, relates to, describes, is reasonably capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular consumer or the consumer’s device.

(2) “Personal information” does not include:
   (i) Publicly available information that is lawfully made available from federal, state, or local government records;
   (ii) De-identified consumer information; or
   (iii) Aggregate consumer information.

(l) “Probabilistic identifier” means the identification of a consumer or a device to a degree of certainty of more probable than not based on categories of personal information included in, or similar to, the categories listed under subsection (k) of this section.

(M) “Processing” means an operation or a set of operations that is performed on personal information or on sets of personal information, whether or not by automated means.

(N) “Pseudonymize” means the processing of personal information in a manner that renders the personal information no longer attributable to a specific consumer without the use of additional information, if the additional information is kept
SEPARATELY AND IS SUBJECT TO TECHNICAL AND ADMINISTRATIVE SAFEGUARDS TO ENSURE THAT THE PERSONAL INFORMATION IS NOT ATTRIBUTED TO AN IDENTIFIED OR IDENTIFIABLE CONSUMER.

(ο) “Research” means scientific, systematic study and observation, including basic research or applied research that is in the public interest and that adheres to applicable ethics and privacy laws or studies conducted in the public interest in the area of public health.

(ρ) “Service” means work, labor, and services, including services furnished in connection with the sale or repair of goods.

(σ) “Service provider” means a person that processes information on behalf of a business and to which the business discloses a consumer’s personal information for a business purpose in accordance with a written contract if the contract prohibits the entity receiving the information from retaining, using, or disclosing the personal information for any purpose other than for the specific purpose of performing the services specified in the contract for the business, or as otherwise allowed by this subtitle.

(τ) “Third party” means a person that is not the business that collects personal information from consumers under this subtitle or a service provider of that business.

(υ) (1) “Third-party disclosure” means a transfer of a consumer’s personal information by the business to a third party, including selling, renting, releasing, disseminating, making available, transferring, or otherwise communicating orally, in writing, or by electronic or other means.

(2) “Third-party disclosure” does not include:

(i) A disclosure by a business of personal information of a consumer to a service provider that is necessary to the performance of a business purpose included in a notice under §14–4403 of this subtitle;

(ii) Identification by a business of a consumer who has opted out of the sale of the consumer’s personal information for the purpose of alerting third parties that the consumer has opted out of the sale of the consumer’s personal information; or
(III) The transfer by a business to a third party of the personal information of a consumer as an asset that is part of a merger, an acquisition, a bankruptcy, or any other transaction in which the third party assumes control of all or part of the business if that information is used or shared consistently with the notice received by consumers under § 14–4403 of this subtitle.

(c) "Unique identifier" means a persistent identifier that can be used to recognize a consumer or a device that is linked to a consumer or household, over time and across different technologies, including:

(1) A device identifier;

(2) An Internet Protocol address;

(3) A cookie, beacon, pixel tag, mobile ad identifier, or similar technology;

(4) A consumer number, unique pseudonym, or user alias; or

(5) A telephone number or any other form of persistent or probabilistic identifier that can be used to identify a particular consumer or device.

14–4402.

This subtitle does not apply:

(1) To a business collecting or disclosing personal information of the business’s employees to the extent that the business is collecting or disclosing the information within the scope of its role as an employer;

(2) With respect to medical or health information that is collected by a covered entity or business associate governed by the privacy, security, and breach notification rules issued by the U.S. Department of Health and Human Services in 45 C.F.R. Parts 160 and 164, established in accordance with the Federal Health Insurance Portability and Accountability Act of 1996 and the Federal Health Information Technology for Economic and Clinical Health Act;

(3) To a health care provider or covered entity governed by the privacy, security, and breach notification rules issued by the U.S. Department of Health and Human Services in 45 C.F.R. Parts 160 and 164,
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established in accordance with the Federal Health Insurance Portability and Accountability Act of 1996, to the extent the provider or covered entity maintains patient information in the same manner as medical information or protected health information as described in item (2) of this section;

(4) With respect to information collected as part of a clinical trial subject to the Federal Policy for the Protection of Human Subjects, also known as the Common Rule, in accordance with good clinical practice guidelines issued by the International Council for Harmonisation or in accordance with human subject protection requirements of the U.S. Food and Drug Administration;

(5) With respect to the sale of personal information to or from a consumer reporting agency if that information is to be reported in, or used to generate, a "consumer report" as defined by 15 U.S.C. § 1681(a) and use of that information is limited by the federal Fair Credit Reporting Act;

(6) With respect to personal information collected, processed, sold, or disclosed under the federal Gramm–Leach–Bliley Act and implementing regulations;

(7) With respect to personal information collected, processed, sold, or disclosed under the federal Driver’s Privacy Protection Act of 1994; or


14–4403.

(A) A business that collects a consumer’s personal information shall, at or before the point of collection, clearly and conspicuously notify a consumer of:

(1) The categories of personal information the business will collect about that consumer;

(2) The business purposes for which the categories of personal information may be used;
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(2) The categories of third parties to which the business discloses personal information;

(4) The business purposes for third-party disclosure; and

(5) The consumer's right to request:

(i) A copy of the consumer's personal information
under § 14-4404 of this subtitle;

(ii) Deletion of the consumer's personal information
under § 14-4406 of this subtitle; and

(iii) To opt out of third-party disclosure under §
14-4407 of this subtitle.

(B) A business may not collect additional categories of personal information or use personal information collected for additional purposes without first providing the consumer with notice consistent with this section.

14-4404.

(A) A consumer may request that a business that collects the consumer's personal information disclose to the consumer:

(1) The specific pieces of personal information the
business has collected about the consumer;

(2) The sources from which the consumer's personal
information was collected;

(3) The names of third parties to which the business
disclosed the consumer's personal information; and

(4) The business purposes for third-party disclosure.

(B) A business shall provide the information specified in
subsection (A) of this section to a consumer only on receipt of a
verifiable consumer request.

(C) (1) Subject to paragraph (2) of this subsection, after
receiving a verifiable consumer request, a business shall promptly
TAKE STEPS TO PROVIDE, FREE OF CHARGE TO THE CONSUMER, THE PERSONAL INFORMATION REQUIRED BY THIS SECTION.

(2) The information may be provided by:

(i) United States mail; or

(ii) Electronic delivery that is portable and, to the extent technically feasible, in a readily usable format that allows the consumer to transmit this information to another entity without hindrance.

(d) Notwithstanding § 14-4405 of this subtitle, a business may provide personal information to a consumer at any time, but is not required to provide personal information to the same consumer more than once in a 6-month period.

(e) If verified requests from a consumer are excessive, because of their repetitive character, a business may:

(1) Charge a reasonable fee, taking into account the administrative costs of providing the information or communication or taking the action requested; or

(2) Refuse to act on the request and notify the consumer of the reason for refusing the request.

(f) A business may not require a consumer to create an account with the business in order to make a verifiable consumer request.

(g) A business may not:

(1) Retain personal information about a consumer collected from a single one-time transaction, unless the business regularly retains personal information of that type in the ordinary course of business;

(2) Re-identify or link any data that in the ordinary course of business is not maintained in a manner that would be considered personal information; or

(3) Disclose personal information if the disclosure would adversely affect the legal rights of other consumers.
1. **14-4405.**

(A) (1) Subject to paragraph (2) of this subsection, a business shall, in a form that is reasonably accessible to consumers, make available to consumers two or more designated methods for submitting verifiable consumer requests.

(2) (i) If a business maintains an Internet website in connection with the business, the business shall maintain a website page that meets the requirement under paragraph (1) of this subsection.

(ii) A business shall provide a toll-free telephone number for the purpose of accepting verifiable consumer requests under this subsection, unless the business maintains a direct relationship with the consumer.

(B) (1) Within 45 days after receiving a verifiable consumer request from the consumer, a business shall deliver to the consumer free of charge the information required under § 14-4404 of this subtitle in a readily usable format that allows the consumer to transmit the information from one entity to another entity without hindrance.

(2) The time period to provide the required information may be extended once by up to an additional 45 days when reasonably necessary, if the consumer is provided notice of the extension within the first 45-day period.

(C) A business is not required to provide the information required by § 14-4404 of this subtitle to the same consumer more than twice in a 12-month period.

(D) (1) If a business has an online privacy policy, the business shall include in the policy:

(i) The categories of personal information the business collects about consumers;

(ii) The business purposes for which the categories of personal information are used;

(iii) The categories of third parties to which the business discloses personal information;
The business purpose for third-party disclosure;

AND

The consumer's right to request:

1. A copy of the consumer's personal information in accordance with § 14–4404 of this subtitle;

2. The deletion of the consumer's personal information in accordance with § 14–4406 of this subtitle; and

3. To opt out of third-party disclosure in accordance with § 14–4407 of this subtitle.

(2) If a business does not have an online privacy policy but does have a business website, the business shall:

(I) Include the information required under paragraph (1) of this subsection on the website; and

(II) Update the information at least once every 12 months.

(E) A business shall ensure that an individual responsible for handling consumer inquiries about the business’s privacy practices or the business’s compliance with this subtitle is informed of the requirements in this subtitle and how to direct a consumer to exercise the consumer’s rights under this subtitle.

(F) A business may use personal information collected from a consumer in connection with the business’s verification of the consumer’s request only for the purposes of verification.

14–4406.

(A) A consumer may request that a business delete all personal information about the consumer that the business has collected from the consumer.

(B) A business that collects personal information about a consumer shall disclose, in accordance with § 14–4403 of this subtitle, the consumer’s right to request the deletion of the consumer’s personal information.
(c) A business that receives a verifiable consumer request from a consumer to delete the consumer’s personal information under subsection (a) of this section shall delete the personal information from its records and direct service providers to delete the personal information from the service providers’ records.

(d) A business or a service provider is not required to comply with a consumer’s request to delete the consumer’s personal information if it is necessary for the business or service provider to maintain the personal information in order to:

(1) complete the transaction for which the personal information was collected, provide a good or service requested by the consumer or reasonably anticipated within the context of a business’s ongoing business relationship with the consumer, or otherwise perform a contract between the business and the consumer;

(2) detect security incidents, protect against malicious, deceptive, fraudulent, or illegal activity, or prosecute those responsible for that activity;

(3) identify or repair errors that impair existing intended functionality;

(4) exercise free speech, ensure the right of another consumer to exercise the right of free speech, or exercise another right provided for by law;

(5) engage in public or peer-reviewed scientific, historical, or statistical research in the public interest that adheres to other applicable ethics and privacy laws, when the business’s deletion of the information is likely to render impossible or to seriously impair the achievement of the research, if the consumer has provided informed consent; or

(6) comply with a legal obligation.

14–4407.

(A) (1) A consumer may, at any time, demand that a business not disclose the consumer’s personal information to third parties.

(2) This right may be referred to as the “right to opt out of third-party disclosure”.

14–4407.
(b) Notwithstanding subsection (a) of this section, a business may not disclose the personal information of a consumer to a third party if the business has actual knowledge or willfully disregards the fact that the consumer is under the age of 16 years.

(e) A business that has received direction from a consumer not to disclose the consumer’s personal information to third parties may not:

1. Disclose the personal information to third parties unless the consumer later provides express authorization for that disclosure; or

2. Request authorization to disclose the personal information to third parties for at least 12 months after the date on which the business received the direction from the consumer.

(d) A business shall provide a clear and conspicuous link on the Internet homepage of the business to an Internet webpage that enables a consumer or a person authorized by the consumer to opt out of the third-party disclosure of the consumer’s personal information.

(e) (1) A consumer may exercise the right to opt out of the sale or disclosure of the consumer’s personal information through a technology indicating the consumer’s intent to opt out, including a preference or browser setting, browser extension, or global device setting.

(2) A business shall comply with paragraph (1) of this subsection in accordance with regulations adopted by the Attorney General.

(f) (1) A consumer may authorize another person to opt out of the sale or disclosure of the consumer’s personal information on the consumer’s behalf.

(2) A business shall comply with an opt out request received from a person authorized by the consumer to act on the consumer’s behalf, in accordance with regulations adopted by the Attorney General.
(G) A business may require authentication of a consumer request received under this section in a manner that is reasonable in light of the nature of the personal information requested.

(H) A business may not require a consumer to create an account in order to exercise the right to opt out of third-party disclosure.

14–4408.

(A) A business may not discriminate against a consumer based on the consumer's decision to exercise rights under this subtitle.

(B) For purposes of this section, discrimination includes:

(1) Denying goods or services to the consumer;

(2) Charging different prices or rates for goods or services, including through the use of discounts or other benefits or penalties;

(3) Providing a different level or quality of goods or services to the consumer; or

(4) Suggesting that the consumer will receive a different price or rate for goods or services or a different level or quality of goods or services.

14–4409.

The obligations imposed by this subtitle may not restrict the ability of a business or third party to:

(1) Comply with federal, state, or local laws;

(2) Comply with a civil, criminal, or regulatory inquiry, investigation, subpoena, or summons by a federal, state, or local authority;

(3) Cooperate with a law enforcement agency concerning conduct or activity that the business, service provider, or third party reasonably and in good faith believes may violate federal, state, or local law;

(4) Exercise legal rights or privileges; or
(5) Engage in news-gathering activities protected by the First Amendment of the U.S. Constitution.

14-4410.

Research with personal information that may have been collected from a consumer in the course of the consumer’s interactions with a business’s service or device for other purposes shall be:

(1) Used solely for research purposes that are compatible with the context in which the personal information was collected;

(2) Restricted from use for any commercial purpose;

(3) Subsequently pseudonymized and de-identified, or de-identified and in the aggregate, so that the information cannot reasonably identify, relate to, describe, be capable of being associated with, or be linked, directly or indirectly, to a particular consumer;

(4) Subject to technical safeguards that prohibit re-identification of the consumer to whom the information may pertain;

(5) Subject to business processes that specifically prohibit re-identification of the information;

(6) Subject to business processes to prevent inadvertent release of de-identified information;

(7) Protected from any re-identification attempts; and

(8) Subject to the additional security controls of the business that limit access to the research data to only those individuals in a business as are necessary to carry out the research purpose.

14-4411.

(A) A violation of this subtitle is:

(1) An unfair, abusive, or deceptive trade practice within the meaning of Title 13 of this article; and
(2) Subject to the enforcement and penalty provisions contained in Title 13 of this article.

(b)(1) A business that discloses personal information to a service provider may not be liable under this subtitle if:

(i) The service provider receiving the personal information uses the personal information in violation of the restrictions set forth in this subtitle; and

(ii) At the time of the disclosure, the business does not have actual knowledge or reason to believe that the service provider intends to commit a violation.

(b)(2) A service provider may not be liable under this subtitle for the obligations of a business for which it provides services as set forth in this subtitle.

14–4412.

The Office of the Attorney General may adopt regulations necessary to carry out this subtitle, including regulations to:

(1) Identify categories of personal information in addition to those described under § 14–4402 of this subtitle in order to address changes in technology, data collection practices, obstacles to implementation, and privacy concerns;

(2) Update as needed the definition of “unique identifier” to address changes in technology, data collection, obstacles to implementation, and privacy concerns;

(3) Establish any exceptions necessary to comply with state or federal law, including exceptions relating to trade secrets and intellectual property rights;

(4) Adopt standards and procedures:

(i) To facilitate and govern the submission of verifiable consumer requests under §§ 14–4404 through 14–4407 of this subtitle;
(II) To govern responses by businesses and service providers to verifiable consumer requests under §§ 14–4404 through 14–4407 of this subtitle; and

(III) For the development and use of a recognizable and uniform opt-out logo or button by all businesses to promote consumer awareness of the opportunity to opt out of third-party disclosure of consumer personal information;

(5) Adjust the monetary threshold in § 14–4401(d)(1)(III) of this subtitle to reflect any increase in the Consumer Price Index as published by the United States Bureau of Labor Statistics;

(6) Ensure that the notices and information that businesses are required to provide under this subtitle are provided in a manner that may be easily understood by the average consumer, are accessible to consumers with disabilities, and are available in the language primarily used to interact with the consumer, including adopting regulations, procedures, and guidelines regarding financial incentive offerings; and

(7) Further the purposes of §§ 14–4404 through 14–4407 of this subtitle, with the goal of minimizing the administrative burden on consumers, taking into account available technology, security concerns, and the burden on the business, to govern a determination by a business that a request for information received by a consumer is a verifiable consumer request, including treating a request submitted through a password-protected account maintained by the consumer with the business while the consumer is logged into the account as a verifiable consumer request and providing a mechanism for a consumer who does not maintain an account with the business to request information through the business’s authentication of the consumer’s identity.

14–4413.

(A) Wherever possible, law relating to consumers’ personal information should be construed to harmonize with the provisions of this subtitle.

(B) In the event of a conflict between other laws and this subtitle, the provisions of law that afford the greatest protection for the right of privacy for consumers shall control.
If a series of steps or transactions is engaged where component parts of a single transaction are taken with the intent of avoiding the requirements of this subtitle, a court shall disregard the intermediate steps or transactions for purposes of carrying out this subtitle.

A provision of a contract or an agreement of any kind that purports to waive or limit in any way the rights of a consumer under this subtitle, including a right to a remedy or means of enforcement, shall be considered contrary to public policy and shall be void and unenforceable.

SECTION 2. AND BE IT FURTHER ENACTED, That this Act shall take effect January 1, 2023. It shall remain effective for a period of 1 year and 1 month and, at the end of June 30, 2023, this Act, with no further action required by the General Assembly, shall be abrogated and of no further force and effect.

Approved:

______________________________
Governor.

______________________________
President of the Senate.

______________________________
Speaker of the House of Delegates.