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CHAPTER _____

1 AN ACT concerning

2 Insurance Carriers and Managed Care Organizations – Cybersecurity Standards

4 FOR the purpose of establishing certain cybersecurity standards applicable to insurance carriers, including health maintenance organizations and third-party administrators; requiring a carrier to take certain actions related to cybersecurity, including developing, implementing, and maintaining a certain information security program, identifying certain threats, and establishing a certain incident response plan; requiring a carrier, under certain circumstances, to notify the Maryland Insurance Commissioner that a cybersecurity event has occurred; establishing that certain documents, materials, and information are confidential and privileged, not subject to the Maryland Public Information Act, subpoena, and discovery, and not admissible as evidence in certain actions; prohibiting certain persons from being allowed or required to testify in certain proceedings; requiring the Commissioner to maintain as confidential or privileged certain documents, materials, and information; applying certain requirements relating to cybersecurity to managed care organizations; and generally relating to insurance carriers and managed care organizations and the security of information.

19 BY adding to
20 Article – Health – General
21 Section 19–706(p), 15–102.3(j), 19–706(p), and 19–729(a)(13)
22 Annotated Code of Maryland

EXPLANATION: CAPITALS INDICATE MATTER ADDED TO EXISTING LAW.
[Brackets] indicate matter deleted from existing law.
Underlining indicates amendments to bill.
Strike-out indicates matter stricken from the bill by amendment or deleted from the law by amendment.
BY repealing and reenacting, with amendments,
Article – Health – General
Section 19–729(a)(11) and (12)
Annotated Code of Maryland
(2019 Replacement Volume and 2021 Supplement)

BY repealing and reenacting, without amendments,
Article – Health – General
Section 19–729(b)
Annotated Code of Maryland
(2019 Replacement Volume and 2021 Supplement)

BY repealing
Article – Insurance
Section 4–406
Annotated Code of Maryland
(2017 Replacement Volume and 2021 Supplement)

BY adding to
Article – Insurance
Section 8–321.2; and 33–101 through 33–108 33–109 to be under the new title “Title
33. Insurance Data Security”
Annotated Code of Maryland
(2017 Replacement Volume and 2021 Supplement)

BY repealing and reenacting, with amendments,
Article – Insurance
Section 14–102(g)
Annotated Code of Maryland
(2017 Replacement Volume and 2021 Supplement)

SECTION 1. BE IT ENACTED BY THE GENERAL ASSEMBLY OF MARYLAND,
That the Laws of Maryland read as follows:

Article – Health – General

15–102.3.

(j) THE PROVISIONS OF § 33–105(f) OF THE INSURANCE ARTICLE APPLY TO MANAGED CARE ORGANIZATIONS.

19–706.

(p) THE PROVISIONS OF TITLE 33 OF THE INSURANCE ARTICLE APPLY TO HEALTH MAINTENANCE ORGANIZATIONS.
(a) A health maintenance organization may not:

(11) Fail to comply with the provisions of Title 15, Subtitle 10A, 10B, 10C, or 10D or § 2–112.2 of the Insurance Article; [or]

(12) Violate any provision of § 19–712.5 of this subtitle; OR

(13) VIOLATE ANY PROVISION OF TITLE 33 OF THE INSURANCE ARTICLE.

(b) If any health maintenance organization violates this section, the Commissioner may pursue any one or more of the courses of action described in § 19–730 of this subtitle.

Article – Insurance

(a) (1) In this section the following words have the meanings indicated.

(2) “Breach of the security of a system” has the meaning stated in § 14–3504 of the Commercial Law Article.

(3) “Carrier” means:

(i) an insurer;

(ii) a nonprofit health service plan;

(iii) a health maintenance organization;

(iv) a dental organization;

(v) a managed care organization;

(vi) a managed general agent; and

(vii) a third party administrator.

(4) “Personal information” has the meaning stated in § 14–3501 of the Commercial Law Article.
(b) (1) A carrier shall notify the Commissioner on a form and in a manner approved by the Commissioner that a breach of the security of a system has occurred if the carrier:

   (i) conducts an investigation required under § 14–3504(b) or (c) of the Commercial Law Article; and

   (ii) determines that the breach of the security of the system creates a likelihood that personal information has been or will be misused.

(2) The carrier shall provide the notice required under paragraph (1) of this subsection at the same time the carrier provides notice to the Office of the Attorney General under § 14–3504(h) of the Commercial Law Article.

(c) Compliance with this section does not relieve a carrier from a duty to comply with any other requirements of federal law or Title 14 of the Commercial Law Article relating to the protection and privacy of personal information.]

8–321.2.

A THIRD–PARTY ADMINISTRATOR SHALL COMPLY WITH TITLE 33 OF THIS ARTICLE.

14–102.

(g) A corporation without capital stock organized for the purpose of establishing, maintaining, and operating a nonprofit health service plan through which health care providers provide health care services to subscribers to the plan under contracts that entitle each subscriber to certain health care services shall be governed and regulated by:

   (1) this subtitle;

   (2) Title 2, Subtitle 2 of this article and §§ 1–206, 3–127, and 12–210 of this article;

   (3) Title 2, Subtitle 5 of this article;

   (4) §§ 4–113, 4–114, [4–406.] and 4–503 of this article;

   (5) Title 5, Subtitles 1, 2, 3, 4, and 5 of this article;

   (6) Title 7 of this article, except for § 7–706 and Subtitle 2 of Title 7;

   (7) Title 9, Subtitles 1, 2, and 4 of this article;

   (8) Title 10, Subtitle 1 of this article;
(9) Title 27 of this article; [and]

(10) Title 33 of this article; and

[(10)] (11) any other provision of this article that:

(i) is expressly referred to in this subtitle;

(ii) expressly refers to this subtitle; or

(iii) expressly refers to nonprofit health service plans or persons subject to this subtitle.

**Title 33. Insurance Data Security.**


(A) In this title the following words have the meanings indicated.

(B) “Authorized individual” means an individual:

(1) known to and screened by the carrier; and

(2) for whom the carrier has determined it to be necessary and appropriate that the individual have access to the nonpublic information held by the carrier and its information systems.

(C) (1) “Carrier” means:

(1) an authorized insurer;

(2) a nonprofit health service plan;

(3) a health maintenance organization;

(4) a dental organization;

(5) a managed care organization;

(6) a managed general agent; and or

(7) a third–party administrator.

(2) “Carrier” does not include:
(I) A PURCHASING GROUP OR A RISK RETENTION GROUP CHARTERED AND LICENSED IN A STATE OTHER THAN THIS STATE; OR

(II) A PERSON THAT IS ACTING AS AN ASSUMING INSURER THAT IS DOMICILED IN ANOTHER STATE OR JURISDICTION.

(D) “Consumer” means an individual, including an applicant, a policyholder, an insured, a beneficiary, a claimant, and a certificate holder, who is a resident of the State and whose nonpublic information is in a carrier’s possession, custody, or control.

(E) (1) “Cybersecurity event” means an event resulting in unauthorized access to, or disruption or misuse of, an information system or nonpublic information stored on an information system.

(2) “Cybersecurity event” does not include:

(I) The unauthorized acquisition of encrypted nonpublic information if the encryption, process, or key is not also acquired, released, or used without authorization; or

(II) An event with regard to which the carrier has reasonably determined that the nonpublic information accessed by an unauthorized person has not been and will not be used or released and has been returned or destroyed.

(F) “Encrypted” means the transformation of data into a form which results in a low probability of assigning meaning without the use of a protective process or key.

(G) “Information security program” means the administrative, technical, and physical safeguards that a carrier uses to access, collect, distribute, process, protect, store, use, transmit, dispose of, or otherwise handle nonpublic information.

(H) (1) “Information system” means a discrete set of electronic information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of electronic information.

(2) “Information system” includes industrial or process control systems, telephone switching and private branch exchange.
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SYSTEMS, ENVIRONMENTAL CONTROL SYSTEMS, AND OTHER SPECIALIZED SYSTEMS.

(I) “MULTIFACTOR AUTHENTICATION” MEANS AUTHENTICATION THROUGH VERIFICATION OF AT LEAST TWO OF THE FOLLOWING TYPES OF AUTHENTICATION FACTORS:

(1) KNOWLEDGE FACTORS, SUCH AS A PASSWORD;

(2) POSSESSION FACTORS, SUCH AS A TOKEN OR TEXT MESSAGE ON A MOBILE PHONE; OR

(3) INHERENCE FACTORS, SUCH AS A BIOMETRIC CHARACTERISTIC.

(J) “NONPUBLIC INFORMATION” MEANS INFORMATION THAT IS NOT PUBLICLY AVAILABLE INFORMATION AND IS:

(1) BUSINESS–RELATED INFORMATION OF A CARRIER THE TAMPERING WITH WHICH, OR UNAUTHORIZED DISCLOSURE, ACCESS, OR USE OF WHICH, WOULD CAUSE A MATERIAL ADVERSE IMPACT TO THE BUSINESS, OPERATIONS, OR SECURITY OF THE CARRIER;

(2) INFORMATION CONCERNING A CONSUMER THAT, BECAUSE OF NAME, NUMBER, PERSONAL MARK, OR OTHER IDENTIFIER, CAN BE USED TO IDENTIFY THE CONSUMER, IN COMBINATION WITH ONE OR MORE OF THE FOLLOWING DATA ELEMENTS:

(I) SOCIAL SECURITY NUMBER;

(II) DRIVER’S LICENSE NUMBER OR NONDRIVER IDENTIFICATION CARD NUMBER;

(III) ACCOUNT, CREDIT, OR DEBIT CARD NUMBER;

(IV) A SECURITY CODE, AN ACCESS CODE, OR A PASSWORD THAT WOULD ALLOW ACCESS TO A CONSUMER’S FINANCIAL ACCOUNT; OR

(V) BIOMETRIC RECORDS; OR

(3) INFORMATION OR DATA, EXCEPT AGE OR GENDER, IN ANY FORM OR MEDIUM CREATED BY OR DERIVED FROM A HEALTH CARE PROVIDER OR A CONSUMER THAT CAN BE USED TO IDENTIFY A PARTICULAR CONSUMER AND THAT RELATES TO:
(I) the past, present, or future physical, mental, or behavioral health or condition of a consumer or a member of the consumer’s family;

(II) the provision of health care to a consumer; or

(III) payment for the provision of health care to a consumer.

(K) “Publicly available information” means information that a carrier has a reasonable basis to believe is lawfully made available to the general public from:

(1) (I) federal, state, or local government records;

(II) widely distributed media; or

(III) disclosures to the general public that are required to be made by federal, state, or local law; and

(2) steps taken by the carrier to determine:

(I) that the information is of the type that is available to the general public; and

(II) whether a consumer can direct that the information be made unavailable to the general public and, if so, that the consumer has not done so.

(L) “Risk assessment” means the risk assessment that a carrier is required to conduct under § 33–103(c) of this title.

(M) “Third–party service provider” means a person, other than a carrier, that contracts with a carrier to maintain, process, store, or is otherwise authorized access to nonpublic information through its provision of services to the carrier.

33–102.

(A) The purpose of this title is to establish standards for:

(1) data security; and
(2) THE INVESTIGATION OF AND NOTIFICATION TO THE
COMMISSIONER OF A CYBERSECURITY EVENT APPLICABLE TO CARRIERS.

(B) THIS TITLE MAY NOT BE CONSTRUED TO:

(1) CREATE OR IMPLY A PRIVATE CAUSE OF ACTION FOR VIOLATION
OF ITS PROVISIONS; OR

(2) CURTAIL A PRIVATE CAUSE OF ACTION WHICH WOULD OTHERWISE
EXIST IN THE ABSENCE OF THIS TITLE.

(C) COMPLIANCE WITH THIS TITLE DOES NOT RELIEVE A CARRIER FROM A
DUTY TO COMPLY WITH ANY OTHER REQUIREMENTS OF FEDERAL LAW OR TITLE 14
OF THE COMMERCIAL LAW ARTICLE RELATING TO THE PROTECTION AND PRIVACY
OF PERSONAL INFORMATION.

33–103.

(A) (1) EACH CARRIER SHALL DEVELOP, IMPLEMENT, AND MAINTAIN A
COMPREHENSIVE WRITTEN INFORMATION SECURITY PROGRAM BASED ON THE
CARRIER’S RISK ASSESSMENT.

(2) THE INFORMATION SECURITY PROGRAM SHALL CONTAIN
ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS FOR THE PROTECTION
OF NONPUBLIC INFORMATION AND THE CARRIER’S INFORMATION SYSTEM.

(3) A CARRIER’S INFORMATION SECURITY PROGRAM SHALL BE
COMMENSURATE WITH:

(I) THE SIZE AND COMPLEXITY OF THE CARRIER;

(II) THE NATURE AND SCOPE OF THE CARRIER’S ACTIVITIES,
INCLUDING ITS USE OF THIRD–PARTY SERVICE PROVIDERS; AND

(III) THE SENSITIVITY OF THE NONPUBLIC INFORMATION USED
BY THE CARRIER OR IN THE CARRIER’S POSSESSION, CUSTODY, OR CONTROL.

(B) A CARRIER’S INFORMATION SECURITY PROGRAM SHALL BE DESIGNED
TO:

(1) PROTECT THE SECURITY AND CONFIDENTIALITY OF NONPUBLIC
INFORMATION AND THE SECURITY OF THE INFORMATION SYSTEM;
(2) Protect against threats or hazards to the security or integrity of nonpublic information and the information system;

(3) Protect against unauthorized access to or use of nonpublic information and minimize the likelihood of harm to a consumer; and

(4) Define and periodically reevaluate a schedule for retention of nonpublic information and a mechanism for its destruction when no longer needed.

(c) Each carrier shall:

(1) Designate one or more employees, an affiliate, or an outside vendor designated to act on behalf of the carrier who is responsible for the information security program;

(2) Identify reasonably foreseeable internal or external threats that could result in unauthorized access, transmission, disclosure, misuse, alteration, or destruction of nonpublic information, including the security of information systems and nonpublic information that are accessible to, or held by, third-party service providers;

(3) Assess the likelihood and potential damage of the threats described under item (2) of this subsection, taking into consideration the sensitivity of the nonpublic information;

(4) Assess the sufficiency of policies, procedures, information systems, and other safeguards in place to manage the threats described under item (2) of this subsection, including consideration of threats in each relevant area of the carrier’s operations, such as:

(I) Employee training and management;

(II) Information systems, including network and software design, as well as information classification, governance, processing, storage, transmission, and disposal; and

(III) Detecting, preventing, and responding to attacks, intrusions, or other system failures;
(5) Implement information safeguards to manage the threats identified in its ongoing assessment; and

(6) At least annually, assess the effectiveness of the key controls, systems, and procedures of the safeguards.

(D) Based on its risk assessment, a carrier shall:

(1) Design its information security program to mitigate the identified risks, commensurate with the size and complexity of the carrier’s activities, including its use of third-party service providers, and the sensitivity of the nonpublic information used by the carrier or in the carrier’s possession, custody, or control; and

(2) Determine which of the following security measures are appropriate and implement the appropriate security measures:

(I) Placement of access controls on information systems, including controls to authenticate and allow access only to authorized individuals to protect against the unauthorized acquisition of nonpublic information;

(II) Identification and management of the data, personnel, devices, systems, and facilities that enable the organization to achieve business purposes in accordance with their relative importance to business objectives and the organization’s risk strategy;

(III) Restriction of access at physical locations containing nonpublic information to authorized individuals only;

(IV) Protection, by encryption or other appropriate means, of all nonpublic information:

1. During transmission over an external network; and

2. Stored on a laptop computer or other portable computing or storage device or media;

(V) Adoption of secure development practices for in–house developed applications used by the carrier and procedures for evaluating, assessing, or testing the security of externally developed applications used by the carrier;
(VI) MODIFICATION OF THE INFORMATION SYSTEM IN ACCORDANCE WITH THE CARRIER’S INFORMATION SECURITY PROGRAM;

(VII) USE OF EFFECTIVE CONTROLS, WHICH MAY INCLUDE MULTIFACTOR AUTHENTICATION PROCEDURES FOR AN INDIVIDUAL ACCESSING NONPUBLIC INFORMATION;

(VIII) REGULAR TESTING AND MONITORING OF SYSTEMS AND PROCEDURES TO DETECT ACTUAL AND ATTEMPTED ATTACKS ON, OR INTRUSIONS INTO, INFORMATION SYSTEMS;

(IX) INCLUSION OF AUDIT TRAILS WITHIN THE INFORMATION SECURITY PROGRAM DESIGNED TO:

1. DETECT AND RESPOND TO CYBERSECURITY EVENTS;

AND

2. RECONSTRUCT MATERIAL FINANCIAL TRANSACTIONS SUFFICIENT TO SUPPORT NORMAL OPERATIONS AND OBLIGATIONS OF THE CARRIER;

(X) IMPLEMENTATION OF MEASURES TO PROTECT AGAINST DESTRUCTION, LOSS, OR DAMAGE OF NONPUBLIC INFORMATION DUE TO ENVIRONMENTAL HAZARDS, SUCH AS FIRE AND WATER DAMAGE OR OTHER CATASTROPHES OR TECHNOLOGICAL FAILURES; AND

(XI) DEVELOPMENT, IMPLEMENTATION, AND MAINTENANCE OF PROCEDURES FOR THE SECURE DISPOSAL OF NONPUBLIC INFORMATION IN ANY FORMAT.

(E) A CARRIER’S ENTERPRISE RISK MANAGEMENT PROCESS SHALL INCLUDE CYBERSECURITY RISKS.

(F) EACH CARRIER SHALL:

(1) STAY INFORMED REGARDING EMERGING THREATS OR VULNERABILITIES AND USE REASONABLE SECURITY MEASURES WHEN SHARING INFORMATION RELATIVE TO THE CHARACTER OF THE SHARING AND THE TYPE OF INFORMATION SHARED; AND

(2) PROVIDE ITS PERSONNEL WITH CYBERSECURITY AWARENESS TRAINING THAT IS UPDATED AS NECESSARY TO REFLECT RISKS IDENTIFIED BY THE CARRIER IN THE RISK ASSESSMENT.
(G) (1) If a carrier has a board of directors, the board or an appropriate committee of the board shall, at a minimum:

   (I) Require the carrier’s executive management or its delegates to develop, implement, and maintain the carrier’s information security program; and

   (II) Require the carrier’s executive management or its delegates to report in writing, at least annually, the following information:

       1. The overall status of the information security program and the carrier’s compliance with this title; and

       2. Material matters related to the information security program, addressing issues such as risk assessment, risk management and control decisions, third-party service provider arrangements, results of testing, cybersecurity events or violations and management’s responses thereto, and recommendations for changes in the information security program.

(2) If executive management of a carrier delegates any of the responsibilities under this section, the executive management shall:

   (I) Oversee the development, implementation, and maintenance of the carrier’s information security program prepared by the delegates; and

   (II) Receive a report from the delegates that complies with the requirements for the report to the board of directors under paragraph (1) of this subsection.

(H) A carrier shall require a third-party service provider to implement appropriate administrative, technical, and physical measures to protect and secure the information systems and nonpublic information that are accessible to or held by the third-party service provider.

(I) (1) Each carrier shall establish a written incident response plan designed to promptly respond to, and recover from, any cybersecurity event that compromises the confidentiality, integrity, or availability of nonpublic information in its possession, the carrier’s
INFORMATION SYSTEMS, OR THE CONTINUING FUNCTIONALITY OF ANY ASPECT OF THE CARRIER’S BUSINESS OR OPERATIONS.

(2) THE INCIDENT RESPONSE PLAN SHALL ADDRESS THE FOLLOWING AREAS:

   (I) THE INTERNAL PROCESS FOR RESPONDING TO A CYBERSECURITY EVENT;

   (II) THE GOALS OF THE INCIDENT RESPONSE PLAN;

   (III) THE DEFINITION OF CLEAR ROLES, RESPONSIBILITIES, AND LEVELS OF DECISION-MAKING AUTHORITY;

   (IV) EXTERNAL AND INTERNAL COMMUNICATIONS AND INFORMATION SHARING;

   (V) IDENTIFICATION OF REQUIREMENTS FOR THE REMEDIATION OF IDENTIFIED WEAKNESSES IN INFORMATION SYSTEMS AND ASSOCIATED CONTROLS;

   (VI) DOCUMENTATION AND REPORTING REGARDING CYBERSECURITY EVENTS AND RELATED INCIDENT RESPONSE ACTIVITIES; AND

   (VII) THE EVALUATION AND REVISION, AS NECESSARY, OF THE INCIDENT RESPONSE PLAN FOLLOWING A CYBERSECURITY EVENT.

(J) (1) ON EXCEPT AS PROVIDED IN SUBSECTION (K) OF THIS SECTION, ON OR BEFORE FEBRUARY APRIL 15 EACH YEAR, EACH CARRIER SHALL SUBMIT TO THE COMMISSIONER A WRITTEN STATEMENT CERTIFYING THAT THE CARRIER HAS ADOPTED AN INFORMATION SECURITY PROGRAM AND IS IN COMPLIANCE WITH THE ADDITIONAL REQUIREMENTS SET FORTH IN THIS SECTION.

(2) EACH CARRIER SHALL MAINTAIN FOR EXAMINATION BY THE COMMISSIONER ALL RECORDS, SCHEDULES, AND DATA SUPPORTING THIS CERTIFICATE FOR A PERIOD OF 5 YEARS.

(K) A CARRIER THAT IS NOT DOMICILED IN THE STATE IS EXEMPT FROM THE PROVISIONS OF SUBSECTION (J)(1) OF THIS SECTION IF THE CARRIER:

   (1) IS DOMICILED IN ANOTHER UNITED STATES INSURING JURISDICTION THAT HAS ADOPTED A LAW OR REGULATION THAT IS SUBSTANTIALLY SIMILAR TO THIS SECTION;
(II) IS SUBJECT TO THAT LAW OR REGULATION;

(III) IS REQUIRED TO FILE A CERTIFICATION OF COMPLIANCE WITH ITS DOMESTIC REGULATOR UNDER THAT LAW OR REGULATION; AND

(IV) ACTUALLY FILES THE REQUIRED CERTIFICATION WITH ITS DOMESTIC REGULATOR; OR

(2) (I) IS A MEMBER OF AN INSURANCE HOLDING COMPANY SYSTEM, AS DEFINED IN § 7–101 OF THIS ARTICLE; AND

(II) HAS IMPLEMENTED AND IS SUBJECT TO AN INFORMATION SECURITY PROGRAM THAT HAS BEEN APPROVED AND IS MAINTAINED BY ANOTHER CARRIER WITHIN THE SAME INSURANCE HOLDING COMPANY SYSTEM THAT MEETS ALL OF THE CRITERIA SET FORTH IN ITEM (1) OF THIS SUBSECTION.

33–104.

(A) IF A CARRIER LEARNS THAT A CYBERSECURITY EVENT HAS OR MAY HAVE OCCURRED, THE CARRIER OR AN OUTSIDE VENDOR OR SERVICE PROVIDER DESIGNATED TO ACT ON BEHALF OF THE CARRIER SHALL CONDUCT A PROMPT INVESTIGATION.

(B) DURING THE INVESTIGATION, THE CARRIER OR AN OUTSIDE VENDOR OR SERVICE PROVIDER DESIGNATED TO ACT ON BEHALF OF THE CARRIER, SHALL, AT A MINIMUM:

(1) DETERMINE AS MUCH OF THE FOLLOWING INFORMATION AS POSSIBLE:

(I) WHETHER A CYBERSECURITY EVENT HAS OCCURRED;

(II) THE NATURE AND SCOPE OF THE CYBERSECURITY EVENT;

AND

(III) IDENTIFICATION OF NONPUBLIC INFORMATION THAT MAY HAVE BEEN INVOLVED IN THE CYBERSECURITY EVENT; AND

(2) PERFORM OR OVERSEE REASONABLE MEASURES TO RESTORE THE SECURITY OF THE INFORMATION SYSTEMS COMPROMISED IN THE CYBERSECURITY EVENT TO PREVENT FURTHER UNAUTHORIZED ACQUISITION, RELEASE, OR USE OF NONPUBLIC INFORMATION IN THE CARRIER’S POSSESSION, CUSTODY, OR CONTROL.
(C) If a carrier learns that a cybersecurity event has or may have occurred in a system maintained by a third-party service provider, the carrier shall complete the steps listed in subsection (B) of this section or confirm and document that the third-party service provider has completed those steps.

(D) A carrier shall:

(1) Maintain records concerning all cybersecurity events for a period of at least 5 years from the date of the cybersecurity event; and

(2) Produce the records on demand of the Commissioner.

(A) A carrier shall notify the Commissioner as promptly as possible but in no event later than 3 business days from a determination that a cybersecurity event has occurred when either of the following criteria has been met:

(1) (I) The state is the carrier’s state of domicile; and

(II) The cybersecurity event has a reasonable likelihood of harming a consumer residing in the state or any material part of the normal operations of the carrier; or

(2) The carrier reasonably believes that the nonpublic information involved is of 250 or more consumers residing in the state and either of the following circumstances is present:

(I) A cybersecurity event impacting the carrier has occurred for which notice must be provided to a government body, self–regulatory agency, or any other supervisory body under state or federal law; or

(II) A cybersecurity event has occurred that has a reasonable likelihood of materially harming:

1. A consumer residing in the state; or

2. A material part of the normal operation of the carrier.
(B) THE CARRIER SHALL PROVIDE AS MUCH OF THE FOLLOWING INFORMATION AS REASONABLY POSSIBLE:

1. THE DATE OF THE CYBERSECURITY EVENT;
2. A DESCRIPTION OF HOW THE INFORMATION WAS EXPOSED, LOST, STOLEN, OR BREACHED, INCLUDING THE SPECIFIC ROLES AND RESPONSIBILITIES OF THIRD-PARTY SERVICE PROVIDERS, IF ANY;
3. HOW THE CYBERSECURITY EVENT WAS DISCOVERED;
4. WHETHER ANY LOST, STOLEN, OR BREACHED INFORMATION HAS BEEN RECOVERED AND, IF SO, HOW THIS WAS DONE;
5. THE IDENTITY OF THE SOURCE OF THE CYBERSECURITY EVENT;
6. WHETHER THE CARRIER HAS FILED A POLICE REPORT OR HAS NOTIFIED A REGULATORY, GOVERNMENT, OR LAW ENFORCEMENT AGENCY AND, IF SO, WHEN THE NOTIFICATION WAS PROVIDED;
7. A DESCRIPTION OF THE SPECIFIC TYPES OF INFORMATION ACQUIRED WITHOUT AUTHORIZATION AND, MORE SPECIFICALLY, PARTICULAR DATA ELEMENTS, SUCH AS TYPES OF MEDICAL INFORMATION, TYPES OF FINANCIAL INFORMATION, OR TYPES OF INFORMATION ALLOWING IDENTIFICATION OF THE CONSUMER;
8. THE PERIOD DURING WHICH THE INFORMATION SYSTEM WAS COMPROMISED BY THE CYBERSECURITY EVENT;
9. THE NUMBER OF TOTAL CONSUMERS IN THE STATE AFFECTED BY THE CYBERSECURITY EVENT, WITH THE CARRIER PROVIDING:
   (I) THE BEST ESTIMATE OF THIS NUMBER IN ITS INITIAL REPORT TO THE COMMISSIONER; AND
   (II) AN UPDATED ESTIMATE OF THIS NUMBER IN EACH SUBSEQUENT REPORT TO THE COMMISSIONER IN ACCORDANCE WITH THIS SECTION;
10. THE RESULTS OF ANY INTERNAL REVIEW:
   (I) IDENTIFYING A LAPSE IN EITHER AUTOMATED CONTROLS OR INTERNAL PROCEDURES; OR
(II) confirming that all automated controls or internal procedures were followed;

(11) a copy of the carrier’s privacy policy and a statement outlining the steps the carrier will take to investigate and notify consumers affected by the cybersecurity event; and

(12) the name of a contact person who is both familiar with the cybersecurity event and authorized to act for the carrier.

(C) a carrier shall provide the information required under this section in electronic form as directed by the commissioner.

(D) a carrier shall have a continuing obligation to update and supplement initial and subsequent notifications to the commissioner concerning the cybersecurity event.

(E) a carrier shall comply with §14–3504 of the commercial law article, as applicable, and provide a copy of the notice sent to consumers under that section to the commissioner.

(F) if a carrier does not meet the notification criteria in subsection (a) of this section but conducts an investigation required under §14–3504(b) or (c) of the commercial law article and determines that the breach of the security of the system creates a likelihood that personal information has been or will be misused, the carrier shall provide the notice to the commissioner at the same time the carrier provides notice to the Office of the Attorney General under §14–3504(h) of the commercial law article.

(F) if a managed care organization conducts an investigation as required by the Maryland Department of Health in accordance with the managed care organization’s contract with the Maryland Department of Health and determines that a cybersecurity event has occurred, the managed care organization shall provide to the commissioner copies of all notices and reports provided to the Maryland Department of Health at the same time and in the same manner that the managed care organization provides the notices and reports to the Maryland Department of Health.

33–106.

(A) a carrier that is subject to, governed by, and compliant with the privacy, security, and breach notification rules issued by the U.S.
DEPARTMENT OF HEALTH AND HUMAN SERVICES, 45 C.F.R. PARTS 160 AND 164,
established under the Health Insurance Portability and
Accountability Act of 1996, and the Health Information Technology
for Economic and Clinical Health Act, and that maintains nonpublic
information in the same manner as protected health information:

(1) shall be deemed to be in compliance with §§ 33–103 and
33–104 of this title; and

(2) must comply with § 33–105(a) through (d) of this title.

(B) A carrier that is subject to, governed by, and in compliance
with § 33–103 of this title shall be deemed to be in compliance with §§
14–3502 and 14–3503 of the Commercial Law Article.


(A) (1) Documents, materials, and other information in the
control or possession of the Commissioner that are furnished by a
carrier or an employee or agent thereof acting on behalf of the
carrier under § 33–103(j) or § 33–105(b)(2) through (5), (8), (10), and (11) of
this title or that are obtained by the Commissioner in an investigation
or examination under this section or from a managed care organization
in accordance with § 33–105(f) of this title:

(I) are confidential by law and privileged;

(II) are not subject to the Maryland Public
Information Act;

(III) are not subject to subpoena; and

(IV) are not subject to discovery or admissible in
evidence in a private civil action.

(2) The Commissioner is authorized to use the documents,
materials, and other information in the furtherance of a regulatory
or legal action brought as a part of the Commissioner’s duties.

(B) The Commissioner and any person who received documents,
materials, or other information while acting under the authority of
the Commissioner may not be allowed or required to testify in a private
civil action concerning confidential documents, materials, or other
information subject to subsection (a) of this section.
(C) The Commissioner may:

(1) If the recipient agrees to maintain the confidentiality and privileged status of the documents, materials, or other information, share documents, materials, or other information, including the confidential and privileged documents, materials, or other information subject to subsection (A) of this section, with:

   (I) other state, federal, and international regulatory agencies;

   (II) the National Association of Insurance Commissioners, its affiliates, or subsidiaries; and

   (III) state, federal, and international law enforcement authorities, provided that the recipient agrees to maintain the confidentiality and privileged status of the document, material, or other information;

(2) receive documents, materials, or other information, including otherwise confidential and privileged documents, materials, or other information, from:

   (I) the National Association of Insurance Commissioners, its affiliates, or subsidiaries; and

   (II) regulatory and law enforcement officials of other foreign or domestic jurisdictions;

(3) share documents, materials, or other information subject to subsection (A) of this section with a third-party consultant or vendor, if the consultant agrees in writing to maintain the confidentiality and privileged status of the document, material, or other information; and

(4) enter into agreements governing sharing and use of information consistent with this subsection.

(D) The Commissioner shall maintain as confidential or privileged any document, material, or other information received under subsection (C)(2) of this section with notice or the understanding that it is confidential or privileged under the laws of the jurisdiction that is the source of the document, material, or other information.
(E) A waiver of an applicable privilege or claim of confidentiality in the documents, materials, or other information may not occur as a result of disclosure to the Commissioner under this section or as a result of sharing as authorized in subsection (c) of this section.

(F) This section does not prohibit the Commissioner from releasing final, adjudicated actions that are open to public inspection.

IN ADDITION TO ANY OTHER SANCTION TO WHICH A CARRIER MAY BE SUBJECT, A CARRIER THAT VIOLATES A PROVISION OF THIS TITLE IS SUBJECT TO A PENALTY OF NOT LESS THAN $100 BUT NOT MORE THAN $125,000 FOR EACH VIOLATION OF THIS TITLE.

THE COMMISSIONER MAY ADOPT REGULATIONS CONSISTENT WITH THIS TITLE.

SECTION 2. AND BE IT FURTHER ENACTED, That, if any provision of this Act or the application thereof to any person or circumstance is held invalid for any reason in a court of competent jurisdiction, the invalidity does not affect other provisions or any other application of this Act that can be given effect without the invalid provision or application, and for this purpose the provisions of this Act are declared severable.

SECTION 3. AND BE IT FURTHER ENACTED, That, except as provided in Sections 4 and 5 of this Act, a carrier shall have until October 1, 2023, to implement § 33–103 of the Insurance Article, as enacted by Section 1 of this Act.

SECTION 4. AND BE IT FURTHER ENACTED, That, except as provided in Section 5 of this Act, a carrier shall have until October 1, 2024, to implement § 33–103(h) of the Insurance Article, as enacted by Section 1 of this Act.

SECTION 5. AND BE IT FURTHER ENACTED, That the implementation dates set forth in Sections 3 and 4 of this Act may be deferred for 1 year by a carrier that:

(1) has fewer than 25 employees; and

(2) if the insurance group of which the carrier is a member has annual direct written and unaffiliated assumed premium less than $1,000,000,000, including international direct and assumed premium but excluding premiums reinsured with the Federal Crop Insurance Corporation and the Federal Flood Program, has less than:
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(i) $5,000,000 in gross annual revenue;

(ii) $10,000,000 in year–end total assets; or

(iii) $100,000,000 in annual direct written premium, including international direct and assumed premium but excluding premiums reinsured with the Federal Crop Insurance Corporation and the Federal Flood Program.

SECTION 6. AND BE IT FURTHER ENACTED, That it is the intent of the General Assembly that the Maryland Insurance Commissioner be added as a member to any Executive Branch council related to cybersecurity.

SECTION 6. AND BE IT FURTHER ENACTED, That this Act shall take effect October 1, 2022.

Approved:

________________________________
Governor.

________________________________
President of the Senate.

________________________________
Speaker of the House of Delegates.