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CHAPTER _____

1 AN ACT concerning

Maryland Online Data Privacy Act of 2024

3 FOR the purpose of regulating the manner in which a controller or a processor in possession
4 of a consumer’s personal data may process the consumer’s personal data; authorizing
5 a consumer to exercise certain rights in regards to the consumer’s personal data;
6 requiring a controller of personal data to establish a method for a consumer to
7 exercise certain rights in regards to the consumer’s personal data; requiring a
8 controller to comply with a request by a consumer to exercise a certain right in a
9 certain manner, except under certain circumstances; authorizing a consumer to
designate an authorized agent to act on the consumer’s behalf to opt out of the
processing of the consumer’s personal data; requiring a controller to provide a
consumer with a certain privacy notice; requiring a controller that uses a processor
to process the personal data of consumers to enter into a contract with the processor

EXPLANATION: CAPITALS INDICATE MATTER ADDED TO EXISTING LAW.

[Brackets] indicate matter deleted from existing law.
Underlining indicates amendments to bill.
Strike-out indicates matter stricken from the bill by amendment or deleted from the law by
amendment.
Italics indicate opposite chamberconference committee amendments.
that governs the processor’s data processing procedures; requiring a controller to conduct and document a data protection assessment for consumer data processing activities that present a heightened risk of harm to a consumer; making a violation of this Act an unfair, abusive, or deceptive trade practice that is subject to enforcement and penalties under the Maryland Consumer Protection Act; and generally relating to online data privacy.

BY repealing and reenacting, with amendments,

Article – Commercial Law
Section 13–301(14)(xl)
Annotated Code of Maryland
(2013 Replacement Volume and 2023 Supplement)

BY repealing and reenacting, without amendments,

Article – Commercial Law
Section 13–301(14)(xlii)
Annotated Code of Maryland
(2013 Replacement Volume and 2023 Supplement)

BY adding to

Article – Commercial Law
Section 13–301(14)(xliii); and 14–4601 through 14–4601 to be under the new subtitle “Subtitle 46. Online Data Privacy Act”
Annotated Code of Maryland
(2013 Replacement Volume and 2023 Supplement)

SECTION 1. BE IT ENACTED BY THE GENERAL ASSEMBLY OF MARYLAND, That the Laws of Maryland read as follows:

Article – Commercial Law

13–301.

Unfair, abusive, or deceptive trade practices include any:

(14) Violation of a provision of:

(xl) Title 14, Subtitle 13 of the Public Safety Article; [or]

(xli) Title 14, Subtitle 45 of this article; or

(xlii) Title 14, Subtitle 46 of this Article; or

Subtitle 46. Online Data Privacy Act.

14–4601.
(A) In this subtitle the following words have the meanings indicated.

(B) “Affiliate” means a person that, directly or indirectly through one or more intermediaries, controls, is controlled by, or is under common control with another person, such that the person:

(1) Shares common branding with another person; or

(2) Controls, is controlled by, or is under common control with another person.

(1) Owns or has the power to vote more than 50 percent % of the outstanding shares of any voting class of the other person’s securities;

(2) Has the power to elect or influence the election of a majority of the directors, members, or managers of the other person;

(3) Has the power to direct the management of the other person; or

(4) Is subject to the other person’s exercise of the powers described in item (1), (2), or (3) of this subsection.

(C) “Authenticate” means to use reasonable means to determine that a request to exercise a consumer right in accordance with § 14–4605 of this subtitle is being made by, or on behalf of, a consumer who is entitled to exercise the consumer right with respect to the personal data at issue.

(D) (1) “Biometric data” means data generated by automatic measurements of the biological characteristics of a consumer that can be used to uniquely authenticate a consumer’s identity.

(2) “Biometric data” includes:

   (1) A fingerprint;

   (II) A voice print;

   (III) An eye retina or iris image; and
(IV) Any other unique biological characteristics that can be used to uniquely authenticate a consumer’s identity.

(3) “Biometric data” does not include:

(i) A digital or physical photograph;

(ii) An audio or video recording; or

(iii) Any data generated from a digital or physical photograph or an audio or video recording, unless the data is generated to identify a specific consumer.

(E) “Business associate” has the meaning stated in HIPAA.

(F) “Child” has the meaning stated in COPPA.

(G) (1) “Consent” means a clear affirmative act signifying a consumer’s freely given, specific, informed, and unambiguous agreement to allow the processing of personal data relating to the consumer for a particular purpose.

(2) “Consent” includes:

(i) A written statement;

(ii) A written statement by electronic means; or

(iii) Any other unambiguous affirmative action.

(3) “Consent” does not include:

(i) Acceptance of a general or broad terms of use or similar document that contains descriptions of personal data processing along with other unrelated information;

(ii) Hovering over, muting, pausing, or closing a piece of content; or

(iii) Agreement obtained through the use of dark patterns.

(H) (1) “Consumer” means an individual who is a resident of the State.
(2) "CONSUMER" DOES NOT INCLUDE:

(I) AN INDIVIDUAL ACTING IN A COMMERCIAL OR EMPLOYMENT CONTEXT; OR

(II) AN INDIVIDUAL ACTING AS AN EMPLOYEE, AN OWNER, A DIRECTOR, AN OFFICER, OR A CONTRACTOR OF A COMPANY, A PARTNERSHIP, A SOLE PROPRIETORSHIP, A NONPROFIT ORGANIZATION, OR A GOVERNMENTAL UNIT WHOSE COMMUNICATIONS OR TRANSACTIONS WITH A CONTROLLER OCCUR ONLY WITHIN THE CONTEXT OF THE INDIVIDUAL’S ROLE WITH THE COMPANY, PARTNERSHIP, SOLE PROPRIETORSHIP, NONPROFIT ORGANIZATION, OR GOVERNMENTAL UNIT.

(I) (1) "CONSUMER HEALTH DATA" MEANS PERSONAL DATA THAT A CONTROLLER USES TO IDENTIFY A CONSUMER’S PHYSICAL OR MENTAL HEALTH STATUS.

(2) "CONSUMER HEALTH DATA" INCLUDES DATA RELATED TO:

(I) GENDER–AFFIRMING CARE TREATMENT; OR

(II) REPRODUCTIVE OR SEXUAL HEALTH CARE.

(J) "CONTROL" MEANS:

(1) OWNERSHIP OF OR THE POWER TO VOTE MORE THAN 50% OF THE OUTSTANDING SHARES OF ANY CLASS OF VOTING SECURITY OF A BUSINESS;

(2) ANY MANNER OF CONTROL OVER THE ELECTION OF A MAJORITY OF THE DIRECTORS OF A BUSINESS, OR INDIVIDUALS EXERCISING SIMILAR FUNCTIONS; OR

(3) THE POWER TO EXERCISE A CONTROLLING INFLUENCE OVER THE MANAGEMENT OF A BUSINESS.

(K) "CONTROLLER" MEANS A PERSON THAT, ALONE OR JOINTLY WITH OTHERS, DETERMINES THE PURPOSE AND MEANS OF PROCESSING PERSONAL DATA.

(2) "COPPA" includes regulations adopted under the Federal Children’s Online Privacy Protection Act of 1998.

(M) "Covered entity" has the meaning stated in HIPAA.

(N) (1) "Dark pattern" means a user interface designed or manipulated with the substantial effect of subverting user autonomy, decision making, or choice.

(2) "Dark pattern" includes any practice the Federal Trade Commission refers to as a "dark pattern".

(O) "Decisions that produce legal or similarly significant effects concerning the consumer" means decisions that result in the provision or denial of:

(1) Financial or lending services;

(2) Housing;

(3) Insurance;

(4) (3) Education enrollment or opportunity;

(5) (4) Criminal justice;

(6) (5) Employment opportunities;

(7) (6) Health care services; or

(8) (7) Access to essential goods or services.

(P) "De-identified data" means data that cannot reasonably be used to infer information about or otherwise be linked to an identified or identifiable consumer, or a device that may be linked to an identified or identifiable consumer, if the controller that possesses that information:

(1) Takes reasonable measures to ensure that the information cannot be linked with a consumer;

(2) Commits in publicly available terms and conditions or in a publicly available privacy policy to maintain and use the information in de-identified form; and
(3) Contractually obliges any recipients of the information to comply with all provisions of this subsection has the meaning stated in §14–4401 of this title.

(Q) “Gender–affirming treatment” has the meaning stated in §15–151(a) of the Health–General Article.

(Q)(R)(1) “Genetic data” means data in any format that concerns the genetic characteristics of a consumer.

(2) “Genetic data” includes:

(i) Raw sequence data that results from sequencing of a consumer’s complete extracted DNA or a portion of the consumer’s complete extracted DNA;

(ii) Genotypic and phenotypic information that results from analyzing raw sequence data;

(iii) Information extrapolated, derived, or inferred from the analysis of raw sequence data; and

(iv) Self–reported health information submitted to a direct–to–consumer genetic testing company by a consumer regarding the consumer’s health conditions:

1. That is used for scientific research or product development; and

2. Analyzed in connection with the consumer’s raw sequence data has the meaning stated in §14–4401 of this title.

(R)(S)(1) “Geofence” means technology that establishes a virtual geographical boundary.

(2) “Geofence” includes boundaries that are established or monitored through the use of:

(i) Global positioning technology;

(ii) Cell tower connectivity;

(iii) Cellular data;
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(IV) RADIO FREQUENCY IDENTIFICATION;

(V) WIRELESS FIDELITY TECHNOLOGY; OR

(VI) ANY OTHER FORM OF LOCATION DETERMINATION TECHNOLOGY.

(T) “HIPAA” MEANS THE FEDERAL HEALTH INSURANCE PORTABILITY AND ACCOUNTABILITY ACT OF 1996.

(U) “IDENTIFIED OR IDENTIFIABLE CONSUMER” MEANS A CONSUMER WHO CAN READILY BE IDENTIFIED, EITHER DIRECTLY OR INDIRECTLY.

(V) “MENTAL HEALTH FACILITY” MEANS A HEALTH CARE FACILITY IN WHICH NOT LESS THAN 70% OF HEALTH CARE SERVICES OFFERED ARE MENTAL HEALTH SERVICES.

(W) (1) “PERSONAL DATA” MEANS ANY INFORMATION THAT IS LINKED OR CAN BE REASONABLY LINKED TO AN IDENTIFIED OR IDENTIFIABLE CONSUMER.

(2) “PERSONAL DATA” DOES NOT INCLUDE:

(I) DE-IDENTIFIED DATA; OR

(II) PUBLICLY AVAILABLE INFORMATION.

(X) (1) “PRECISE GEOLOCATION DATA” MEANS INFORMATION DERIVED FROM TECHNOLOGY THAT CAN PRECISELY AND ACCURATELY IDENTIFY THE SPECIFIC LOCATION OF A CONSUMER WITHIN A RADIUS OF 1,750 FEET.

(2) “PRECISE GEOLOCATION DATA” INCLUDES GLOBAL POSITIONING SYSTEM LEVEL LATITUDE AND LONGITUDE COORDINATES OR OTHER SIMILAR MECHANISMS.

(3) “PRECISE GEOLOCATION DATA” DOES NOT INCLUDE:

(I) THE CONTENT OF COMMUNICATIONS DATA;

(II) DATA GENERATED BY OR CONNECTED TO AN ADVANCED UTILITY METERING INFRASTRUCTURE SYSTEM; OR
(II) (III) EQUIPMENT DATA GENERATED BY EQUIPMENT USED BY A UTILITY COMPANY.

(3) (Y) (1) “PROCESS” MEANS AN OPERATION OR SET OF OPERATIONS PERFORMED BY MANUAL OR AUTOMATED MEANS ON PERSONAL DATA.

(2) “PROCESS” INCLUDES COLLECTING, USING, STORING, DISCLOSING, ANALYZING, DELETING, OR MODIFYING PERSONAL DATA.

(4) (Z) “PROCESSOR” MEANS A PERSON THAT PROCESSES PERSONAL DATA ON BEHALF OF A CONTROLLER.

(5) (AA) “PROFILING” MEANS ANY FORM OF AUTOMATED PROCESSING PERFORMED ON PERSONAL DATA TO EVALUATE, ANALYZE, OR PREDICT PERSONAL ASPECTS RELATED TO AN IDENTIFIED OR IDENTIFIABLE CONSUMER’S ECONOMIC SITUATION, HEALTH, DEMOGRAPHIC CHARACTERISTICS, PERSONAL PREFERENCES, INTERESTS, RELIABILITY, BEHAVIOR, LOCATION, OR MOVEMENTS.

(6) (BB) “PROTECTED HEALTH INFORMATION” HAS THE MEANING STATED IN HIPAA.

(7) (CC) (1) “PUBLICLY AVAILABLE INFORMATION” MEANS INFORMATION THAT A PERSON:

(I) IS LAWFULLY MADE READILY AVAILABLE TO THE GENERAL PUBLIC THROUGH FEDERAL, STATE, OR LOCAL GOVERNMENT RECORDS; OR

(II) A CONTROLLER HAS A REASONABLE BASIS TO BELIEVE THAT A CONSUMER HAS LAWFULLY MADE AVAILABLE TO THE GENERAL PUBLIC THROUGH WIDELY DISTRIBUTED MEDIA.

(I) LAWFULLY OBTAINS FROM A RECORD OF A GOVERNMENTAL ENTITY;

(II) REASONABLY BELIEVES A CONSUMER OR WIDELY DISTRIBUTED MEDIA HAS LAWFULLY MADE AVAILABLE TO THE GENERAL PUBLIC; OR

(III) IF THE CONSUMER HAS NOT RESTRICTED THE INFORMATION TO A SPECIFIC AUDIENCE, OBTAINS FROM A PERSON TO WHOM THE CONSUMER DISCLOSED THE INFORMATION.
(2) “Publicly available information” does not include biometric data collected by a business about a consumer without the consumer’s knowledge.

(CC) (DD) (1) “Reproductive or sexual health care” means care related to a health care–related service or product rendered or provided concerning a consumer’s reproductive system or sexual well-being, including:

(2) “Reproductive or sexual health care” includes:

(ⅰ) (1) A service or product provided related to an individual health condition, status, disease, diagnosis, test, or treatment;

(ⅱ) (2) A social, psychological, behavioral, or medical intervention;

(ⅲ) (3) A surgery or procedure;

(ⅳ) (4) The purchase or use of a medication, including a medication purchased or used for the purposes of an abortion;

(ⅴ) (5) A service or product related to a bodily function, vital sign, or measurement thereof or symptom;

(ⅵ) (6) A measurement of a bodily function, vital sign, or symptom; and

(ⅶ) (7) An abortion, whether surgical or medical; and

(ⅷ) A service related to an abortion and medical and nonmedical services, products, diagnostics, counseling, and follow-up services for an abortion.

(DD) (EE) “Reproductive or sexual health facility” means a health care facility where not less than 70% of services offered are reproductive or sexual health care services.

(EE) (FF) (1) “Sale of personal data” means the exchange of personal data by a controller, a processor, or an affiliate of a
CONTROLLER OR PROCESSOR TO A THIRD PARTY FOR MONETARY OR OTHER VALUABLE CONSIDERATION.

(2) “SALE OF PERSONAL DATA” DOES NOT INCLUDE:

(I) THE DISCLOSURE OF PERSONAL DATA TO A PROCESSOR THAT PROCESSES PERSONAL DATA ON BEHALF OF A CONTROLLER IF LIMITED TO THE PURPOSES OF THE PROCESSING;

(II) THE DISCLOSURE OF PERSONAL DATA TO A THIRD PARTY FOR PURPOSES OF PROVIDING A PRODUCT OR SERVICE AFFIRMATIVELY REQUESTED BY THE CONSUMER;

(III) THE DISCLOSURE OR TRANSFER OF PERSONAL DATA TO AN AFFILIATE OF THE CONTROLLER FOR THE PURPOSE OF PROVIDING A PRODUCT OR SERVICE AFFIRMATIVELY REQUESTED BY THE CONSUMER;

(IV) THE DISCLOSURE OF PERSONAL DATA WHERE THE CONSUMER:

1. DIRECTS THE CONTROLLER TO DISCLOSE THE PERSONAL DATA; OR

2. INTENTIONALLY USES THE CONTROLLER TO INTERACT WITH A THIRD PARTY;

(V) THE DISCLOSURE OF PERSONAL DATA THAT THE CONSUMER:

1. INTENTIONALLY MADE AVAILABLE TO THE GENERAL PUBLIC THROUGH A CHANNEL OF MASS MEDIA; AND

2. DID NOT RESTRICT TO A SPECIFIC AUDIENCE; OR

(VI) THE DISCLOSURE OR TRANSFER OF PERSONAL DATA TO A THIRD PARTY AS AN ASSET THAT IS PART OF AN ACTUAL OR PROPOSED MERGER, ACQUISITION, BANKRUPTCY, OR OTHER TRANSACTION WHERE THE THIRD PARTY ASSUMES CONTROL OF ALL OR PART OF THE CONTROLLER’S ASSETS.

“SENSITIVE DATA” MEANS PERSONAL DATA THAT INCLUDES:

(1) DATA REVEALING:

(i) RACIAL OR ETHNIC ORIGIN;
(II) Religious beliefs;

(III) Consumer health data;

(IV) Sex life;

(V) Sexual orientation;

(VI) Status as transgender or nonbinary;

(VII) National origin; or

(VIII) Citizenship or immigration status;

(2) Genetic data or biometric data;

(3) Personal data of a consumer that the controller knows or has reason to know is a child; or

(4) Precise geolocation data.

(1) “Targeted advertising” means displaying advertisements to a consumer or on a device identified by a unique identifier, where the advertisement is selected based on personal data obtained or inferred from the consumer’s activities over time and across nonaffiliated websites or online applications that are unaffiliated with each other, in order to predict the consumer’s preferences or interests.

(2) “Targeted advertising” does not include:

(I) Advertisements based on the context in which the advertisement appears and does not vary based on who is viewing the advertisement of a consumer’s current search query, visit to a website, or online application;

(II) Advertisements based on a consumer’s activities within a controller’s websites or online applications;

(III) Advertisements directed to a consumer in response to the consumer’s request for information or feedback; or
(IV) Processing personal data solely to measure or report advertising frequency, performance, or reach.

(III) (II) “Third party” means a person other than the relevant consumer, controller, processor, or affiliate of the controller or processor of relevant personal data.

(II) (JJ) (1) “Trade secret” means information that:

(i) Derives independent economic value, actual or potential, from not being generally known to, and not being readily ascertainable by proper means by, other persons who could obtain economic value from the information’s disclosure or use; and

(ii) Is the subject of efforts that are reasonable under the circumstances to maintain the secrecy of the information.

(2) “Trade secret” includes a formula, pattern, compilation, program, device, method, technique, or process has the meaning stated in § 11–1201 of this article.

(KK) “Transfer” means to disclose, release, disseminate, make available, license, rent, or share personal data orally, in writing, electronically, or by any other means.

This subtitle applies to a person that conducts business in the State or provides products or services that are targeted to residents of the State, and that during the preceding calendar year did any of the following:

(1) Conducts business in the State; or

(2) (I) Produces services or products that are targeted to residents of the State; and

(ii) During the immediately preceding calendar year:

1. (1) Controlled or processed the personal data of at least 35,000 consumers, excluding personal data controlled or processed solely for the purpose of completing a payment transaction; or
2. (2) Controlled or processed the personal data of at least 10,000 consumers and derived more than 20% of its gross revenue from the sale of personal data.

14–4603.

(A) This subtitle does not apply to:

(1) A regulatory, administrative, advisory, executive, appointive, legislative, or judicial body or instrumentality of the state, including a board, bureau, commission, or unit of the state or a political subdivision of the state;

(2) A national securities association that is registered under § 15 of the federal Securities Exchange Act of 1934 or a registered futures association designated in accordance with § 17 of the federal Commodity Exchange Act; or

(3) A financial institution or an affiliate of a financial institution, or data that is subject to Title V of the federal Gramm-Leach-Bliley Act and regulations adopted under that act; or

(4) A nonprofit controller that processes or shares personal data solely for the purposes of assisting:

   (I) Law enforcement agencies in investigating criminal or fraudulent acts relating to insurance; or

   (II) First responders in responding to catastrophic events.

(B) The following information and data are exempt from this subtitle:

(1) Protected health information under HIPAA;

(2) Patient-identifying information for purposes of 42 U.S.C. § 290dd–2;

(3) Identifiable private information that is used for purposes of the federal policy for the protection of human subjects in accordance with 45 C.F.R. § 46;
(4) Identifiable private information to the extent that it is collected and used as part of human subjects research in accordance with the ICH 36 Good Clinical Practice Guidelines issued by the International Council for Harmonisation of Technical Requirements for Pharmaceuticals for Human Use or the protection of human subjects under 21 C.F.R. §§ 50 and 56;

(5) Patient safety work product that is created and used for purposes of patient safety improvement in accordance with 42 C.F.R. § 3, established in accordance with 42 U.S.C. §§ 299b–21 through 299b–26;

(6) (1) Information to the extent it is used for public health, community health, or population health activities and purposes, as authorized by HIPAA, when provided by or to a covered entity or when provided by or to a business associate in accordance with the business associate agreement with a covered entity; and

(ii) Information collected, used, or disclosed by an entity if:

1. The entity is a covered entity or business associate under HIPAA because it collects, uses, or discloses protected health information; and

2. The entity applies the same federal and state standards for the collection, use, and disclosure of information as provided to protected health information under HIPAA and legally protected health care under § 4–301 of the Health–General Article for information that:

A. is considered a medical record under § 4–301 of the Health–General Article; and

B. is not considered protected health information under HIPAA;

(ii) Information that is a medical record under § 4–301 of the Health–General Article if:

1. The information is held by an entity that is a covered entity or business associate under HIPAA because it collects, uses, or discloses protected health information; and
2. **The entity applies the same standards for the collection, use, and disclosure of the information as required for protected health information under HIPAA and medical records under § 4–301 of the Health – General Article, including specific standards regarding legally protected health care; and**

(III) **Information that is de–identified in accordance with the requirements for de–identification set forth in 45 C.F.R. 164.514 that is derived from individually identifiable health information as described in HIPAA or personal information consistent with the human subject protection requirements of the U.S. Food and Drug Administration;**

(7) **The collection, maintenance, disclosure, sale, communication, or use of personal information bearing on a consumer’s creditworthiness, credit standing, credit capacity, character, general reputation, personal characteristics, or mode of living by a consumer reporting agency, furnisher, or user that provides information for use in a consumer report, and by a user of a consumer report, but only to the extent that the activity is regulated by and authorized under the Federal Fair Credit Reporting Act;**

(8) **Personal data collected, processed, sold, or disclosed in compliance with the federal Driver’s Privacy Protection Act of 1994;**

(9) **Personal data regulated by the federal Family Educational Rights and Privacy Act;**

(10) **Personal data collected, processed, sold, or disclosed in compliance with the federal Farm Credit Act;**

(11) **Data processed or maintained:**

(I) **In the course of an individual applying to, employed by, or acting as an agent or independent contractor of a controller, processor, or third party, to the extent that the data is collected and used within the context of the role;**

(II) **As the emergency contact information of a consumer if the data is used for emergency contact purposes; or**

(III) **That is:**
1. **NECESSARY TO RETAIN TO ADMINISTER BENEFITS**
   FOR ANOTHER INDIVIDUAL RELATING TO THE CONSUMER WHO IS THE SUBJECT OF
   THE INFORMATION UNDER ITEM (I) OF THIS ITEM; AND

2. **USED FOR THE PURPOSES OF ADMINISTERING THE**
   BENEFITS; **AND**

   (12) **PERSONAL DATA COLLECTED, PROCESSED, SOLD, OR DISCLOSED**
   IN RELATION TO PRICE, ROUTE, OR SERVICE BY AN AIR CARRIER SUBJECT TO THE
   **FEDERAL AIRLINE Deregulation Act** TO THE EXTENT THIS SUBTITLE IS
   **PREEMPTED BY THE FEDERAL AIRLINE Deregulation Act**; **AND**

   (13) **PERSONAL DATA COLLECTED BY OR ON BEHALF OF A PERSON**
   **REGULATED UNDER THE INSURANCE ARTICLE OR AN AFFILIATE OF SUCH A PERSON,**
   **IN FURTHERANCE OF THE BUSINESS OF INSURANCE.**

   (C) **CONTROLLERS AND PROCESSORS THAT COMPLY WITH THE VERIFIABLE**
   PARENTAL CONSENT REQUIREMENTS OF COPPA SHALL BE CONSIDERED
   **COMPLIANT WITH AN OBLIGATION TO OBTAIN PARENTAL CONSENT IN ACCORDANCE**
   **WITH THIS SUBTITLE WITH RESPECT TO A CONSUMER WHO IS A CHILD.**

14–4604.

A PERSON MAY NOT:

(1) **PROVIDE AN EMPLOYEE OR CONTRACTOR ACCESS TO CONSUMER**
   **HEALTH DATA UNLESS THE:**

   (I) **THE EMPLOYEE OR CONTRACTOR IS SUBJECT TO A**
   **CONTRACTUAL OR STATUTORY DUTY OF CONFIDENTIALITY; OR**

   (II) **CONFIDENTIALITY IS REQUIRED AS A CONDITION OF**
   **EMPLOYMENT OF THE EMPLOYEE;**

(2) **PROVIDE A PROCESSOR ACCESS TO CONSUMER HEALTH DATA**
   **UNLESS THE PERSON PROVIDING ACCESS TO THE CONSUMER HEALTH DATA AND**
   **THE PROCESSOR COMPLY WITH § 14–4607 14–4608 OF THIS SUBTITLE; OR**

(3) **USE A GEOFENCE:**

   (I) **TO IDENTIFY, TRACK, COLLECT DATA FROM, OR SEND A**
   **NOTIFICATION TO A CONSUMER REGARDING THE CONSUMER’S CONSUMER HEALTH**
   **DATA; AND**
(ii) Within 1,750 feet of a mental health facility or reproductive or sexual health facility; or

(4) Sell or offer to sell consumer health data without the consent of the consumer whose health data is to be sold or offered to be sold to establish a virtual boundary that is within 1,750 feet of any mental health facility or reproductive or sexual health facility for the purpose of identifying, tracking, collecting data from, or sending any notification to a consumer regarding the consumer’s consumer health data.

14–4605.

(A) Nothing in this section may be construed to require a controller to reveal a trade secret.

(B) A consumer shall have the right to:

(1) Confirm whether a controller is processing the consumer’s personal data, unless that confirmation would require the disclosure of a trade secret;

(2) If a controller is processing a consumer’s personal data, access the consumer’s personal data unless that access would require the disclosure of a trade secret;

(3) Considering the nature of the consumer’s personal data and the purposes of the processing of the personal data, correct inaccuracies in the consumer’s personal data;

(4) Require a controller to delete personal data provided by, or obtained about, the consumer unless retention of the personal data is required by law;

(5) If the processing of personal data is done by automatic means, obtain a copy of the consumer’s personal data processed by the controller in a portable and, to the extent technically feasible, readily usable format that allows the consumer to easily transmit the data to another controller without hindrance;

(6) Obtain a list of the categories of third parties to which the controller has disclosed the consumer’s personal data or a list of the categories of third parties to which the controller has disclosed
ANY CONSUMER’S PERSONAL DATA IF THE CONTROLLER DOES NOT MAINTAIN THIS
INFORMATION IN A FORMAT SPECIFIC TO THE CONSUMER; AND

(7) Opt out of the processing of personal data for purposes of:

(i) Targeted advertising;

(ii) The sale of personal data; or

(iii) Profiling in furtherance of solely automated decisions that produce legal or similarly significant effects concerning the consumer.

(C) (1) A controller shall establish a secure and reliable method for a consumer to exercise a consumer right under this section.

(2) A consumer may exercise a consumer right under this section by the method established by the controller under paragraph (1) of this subsection.

(D) (1) A consumer may designate an authorized agent in accordance with § 14–4606 of this subtitle to opt out of the processing of the consumer’s personal data under subsection (B)(7) of this section on behalf of a consumer.

(2) A parent or legal guardian of a child may exercise a consumer right listed in subsection (B) of this section on the child’s behalf regarding the processing of personal data.

(3) A guardian or conservator of a consumer subject to a guardianship, conservatorship, or other protective arrangement may exercise a consumer right listed in subsection (B) of this section on the consumer’s behalf regarding the processing of personal data.

(E) (1) Except as otherwise provided in this subtitle, a controller shall comply with a request by a consumer to exercise a consumer right listed in this section.

(2) (i) A controller shall respond to a consumer request not later than 45 days after the controller receives the consumer request.
(II) A controller may extend the completion period by an additional 45 days if:

1. It is reasonably necessary to complete the request based on the complexity and number of the consumer’s requests; and
2. The controller informs the consumer of the extension and the reason for the extension within the initial 45-day response period.

(III) A controller shall notify the consumer within 30 days after complying with the consumer’s request that the controller has complied with the consumer’s request.

(3) If a controller declines to act regarding a consumer’s request, the controller shall:

(I) Inform the consumer without undue delay, but not later than 45 days after receiving the request, of the justification for declining to act; and

(II) Provide instructions for how to appeal the decision.

(4) (I) A controller shall provide information to a consumer in response to a consumer’s request to exercise rights under this subtitle free of charge once during any 12-month period.

(II) If requests from a consumer are manifestly unfounded, excessive, technically infeasible, or repetitive, a controller may:

1. Charge the consumer a reasonable fee to cover the administrative costs of complying with the request; or
2. Decline to act on the request.

(III) The controller has the burden of demonstrating the manifestly unfounded, excessive, technically infeasible, or repetitive nature of the request.

(5) If a controller is unable to authenticate a request to exercise a consumer right afforded under subsection (B)(1) through (5)
OF THIS SECTION USING COMMERCIALY REASONABLE EFFORTS, THE
CONTROLLER:

(I) May not be required to comply with a request to
initiate an action in accordance with this section; and

(II) Shall provide notice to the consumer that the
controller is unable to authenticate the request to exercise the right
until the consumer provides additional information reasonably
necessary to authenticate the consumer and the consumer’s request to
exercise the consumer’s rights.

(6) A controller may not be required to authenticate an
OPT–OUT REQUEST.

(7) A controller that has obtained personal data about a
consumer from a source other than the consumer shall be considered
compliant with the consumer’s request to delete the consumer’s data in
accordance with subsection (B)(4) of this section by retaining a record
of the deletion request and the minimum data necessary for the
purpose of ensuring that the consumer’s personal data:

(I) Remains deleted from the controller’s records;

and

(II) Is not being used for any other purpose.

(F) (1) A controller shall establish a process for a consumer
to appeal the controller’s refusal to act on a consumer rights request
within a reasonable period after the consumer receives the decision.

(2) The appeal process shall be:

(I) Conspicuously available; and

(II) Similar to the process for submitting requests to
initiate an action in accordance with this section.

(3) Not later than 60 days after receiving an appeal, a
controller shall inform the consumer in writing of any action taken or
not taken in response to the appeal, including a written explanation of
the reasons for the decisions.
(4) If a controller denies an appeal, the controller shall provide the consumer with an online mechanism, if available, through which the consumer may contact the Division to submit a complaint.

14–4606.

(A) (1) A consumer may designate an individual to serve as the consumer’s authorized agent and act on the consumer’s behalf to opt out of the processing of the consumer’s personal data for one or more of the purposes specified in § 14–4605(b)(7) of this subtitle.

(2) A consumer may designate an authorized agent by an internet link or a browser setting, browser extension, global device setting, or other similar technology, indicating a consumer’s intent to opt out of the processing of the consumer’s personal data.

(B) A controller shall comply with an opt–out request received from an authorized agent if, using commercially reasonable efforts, the controller is able to authenticate the:

(1) identity of the consumer; and

(2) authorized agent’s authority to act on the consumer’s behalf.

14–4607.

(A) A controller or processor may not:

(1) collect personal data for the sole purpose of content personalization or marketing without the consent of the consumer whose personal data is collected;

(2) (1) except where the collection or processing is strictly necessary to provide or maintain a specific product or service requested by the consumer to whom the personal data pertains and unless the controller obtains the consumer’s consent, collect, process, or share sensitive data concerning a consumer;

(2) (2) sell sensitive data;

(4) (3) process personal data in violation of state or federal laws that prohibit unlawful discrimination;
(5) (4) Process the personal data of a consumer for the purposes of targeted advertising if the controller knew or should have known that the consumer is at least 13 years old and under the age of 18 years;

(6) (5) Sell the personal data of a consumer without the consumer’s consent if the controller knew or should have known that the consumer is at least 13 years old and under the age of 18 years;

(7) (6) Discriminate against a consumer for exercising a consumer right contained in this subtitle, including denying goods or services, charging different prices or rates for goods or services, or providing a different level of quality of goods or services to the consumer;

(8) (7) Collect, process, or transfer personal data or publicly available data in a manner that unlawfully discriminates in or otherwise unlawfully makes unavailable the equal enjoyment of goods or services on the basis of race, color, religion, national origin, sex, sexual orientation, gender identity, or disability, unless the collection, processing, or transfer of personal data is for:

(I) The controller’s self–testing to prevent or mitigate unlawful discrimination;

(II) The controller’s diversifying of an applicant, participant, or customer pool; or

(III) A private club or group not open to the public, as described in § 201(e) of the Civil Rights Act of 1964; or

(9) (8) Unless the controller obtains the consumer’s consent, process personal data for a purpose that is neither reasonably necessary to, nor compatible with, the disclosed purposes for which the personal data is processed, as disclosed to the consumer.

(B) (1) A controller or processor shall:

(I) Limit the collection of personal data to what is reasonably necessary and proportionate to provide or maintain a specific product or service requested by the consumer to whom the data pertains;
(II) Establish, implement, and maintain reasonable administrative, technical, and physical data security practices to protect the confidentiality, integrity, and accessibility of personal data appropriate to the volume and nature of the personal data at issue; and

(III) Provide an effective mechanism for a consumer to revoke the consumer's consent under this section that is at least as easy as the mechanism by which the consumer provided the consumer's consent.

(2) If a consumer revokes consent under this section, the controller shall stop processing the consumer’s personal data as soon as practicable, but not later than 15 30 days after receiving the request.

(C) Nothing in subsection (A) or (B) of this section may be construed to:

(1) Require a controller to provide a product or service that requires the personal data of a consumer that the controller does not collect or maintain; or

(2) Prohibit a controller from offering a different price, rate, level, quality, or selection of goods or services to a consumer, including offering goods or services for no fee, if the offering is in connection with a consumer’s voluntary participation in a bona fide loyalty, rewards, premium features, discounts, or club card program that does not:

(1) Provide for the transfer of personal data to a third party as part of the program unless:

1. The transfer is functionally necessary to enable the third party to provide a benefit to which the consumer is entitled;

2. The transfer of personal data to the third party is clearly disclosed in the terms of the program; and

3. The third party uses the personal data only for purposes of facilitating a benefit to which the consumer is entitled and does not process or transfer the personal data for any other purpose; or
(II) Use financial incentive practices that are unjust, unreasonable, coercive, or usurious in nature.

(3) A sale of personal data may not be considered functionally necessary to provide a program that meets the description under paragraph (2)(i) of this subsection, provided that the selling of personal data is not a condition of participation in the program.

(D) A controller shall provide a consumer with a reasonably accessible, clear, and meaningful privacy notice that includes:

(1) The categories of personal data processed by the controller, including sensitive data;

(2) The controller’s purpose for processing personal data;

(3) How a consumer may exercise the consumer’s rights under this subtitle, including how a consumer may appeal a controller’s decision regarding the consumer’s request or may revoke consent;

(4) The categories of third parties with which the controller shares personal data with a level of detail that enables a consumer to understand what type of entity each third party is and, to the extent possible, how each third party may process the personal data the type of, business model of, or processing conducted by the each third party;

(5) The categories of personal data, including sensitive data, that the controller shares with third parties; and

(6) An active e-mail address or other online mechanism that a consumer may use to contact the controller.

(E) (1) If a controller sells personal data to third parties or processes personal data for targeted advertising or for the purposes of profiling the consumer in furtherance of decisions that produce legal or similarly significant effects, the controller shall clearly and conspicuously disclose the sale or processing, as well as the manner in which a consumer may exercise the right to opt out of the sale or processing.
(2) The disclosure required under paragraph (1) of this subsection shall be prominently displayed, and use clear, easy to understand, and unambiguous language, to state whether the consumer’s personal data will be sold or shared with a third party.

(F) (1) The privacy notice under subsection (D) of this section shall establish one or more secure and reliable methods for a consumer to submit a request to exercise a consumer right in accordance with this subtitle that take into account:

(i) The ways in which consumers normally interact with the controller;

(ii) The need for secure and reliable communication of consumer requests; and

(iii) The ability of the controller to verify the identity of a consumer making the request.

(2) (i) A controller may not require a consumer to create a new account in order to exercise a consumer right.

(ii) A controller may require a consumer to use an existing account to exercise a consumer right.

(3) A controller may utilize the following methods to satisfy paragraph (1) of this subsection:

(i) Providing a clear and conspicuous link on the controller’s website to a webpage that allows a consumer, or an authorized agent of the consumer, to opt out of the targeted advertising or the sale of the consumer’s personal data; or

(ii) On or before October 1, 2025, allowing a consumer to opt out of any processing of the consumer’s personal data for the purposes of targeted advertising, or any sale of personal data, through an opt-out preference signal sent, with the consumer’s consent, by a platform, technology, or mechanism to the controller indicating the consumer’s intent to opt out of the processing or sale.

(4) A platform, technology, or mechanism used in accordance with paragraph (3) of this subsection shall:
(I) BE CONSUMER–FRIENDLY AND EASY TO USE BY THE AVERAGE CONSUMER;

(II) USE CLEAR, EASY TO UNDERSTAND, AND UNAMBIGUOUS LANGUAGE;

(III) BE AS CONSISTENT AS POSSIBLE WITH ANY OTHER SIMILAR PLATFORM, TECHNOLOGY, OR MECHANISM REQUIRED BY ANY FEDERAL OR STATE LAW OR REGULATION;

(IV) ENABLE THE CONTROLLER TO REASONABLY DETERMINE WHETHER THE CONSUMER:

1. IS A RESIDENT OF THE STATE; AND

2. HAS MADE A LEGITIMATE REQUEST TO OPT OUT OF ANY SALE OF THE CONSUMER’S PERSONAL DATA OR TARGETED ADVERTISING; AND

(V) REQUIRE A CONSUMER TO MAKE AN AFFIRMATIVE, UNAMBIGUOUS, AND VOLUNTARY CHOICE IN ORDER TO OPT OUT OF ANY PROCESSING OF THE CONSUMER’S PERSONAL DATA.

(5) A PLATFORM, TECHNOLOGY, OR MECHANISM USED IN ACCORDANCE WITH PARAGRAPH (3) OF THIS SUBSECTION MAY NOT:

(I) UNFAIRLY DISADVANTAGE ANOTHER CONTROLLER; OR

(II) USE A DEFAULT SETTING TO OPT A CONSUMER OUT OF ANY PROCESSING OF THE CONSUMER’S PERSONAL DATA.

(6) (1) IF A CONSUMER’S DECISION TO OPT OUT OF THE PROCESSING OF THE CONSUMER’S PERSONAL DATA FOR THE PURPOSES OF TARGETED ADVERTISING, OR THE SALE OF PERSONAL DATA THROUGH AN OPT–OUT PREFERENCE SIGNAL SENT IN ACCORDANCE WITH SUBSECTION (F)(3) OF THIS SECTION CONFLICTS WITH THE CONSUMER’S EXISTING CONTROLLER–SPECIFIC PRIVACY SETTING OR THE CONSUMER’S VOLUNTARY PARTICIPATION IN A CONTROLLER’S BONA FIDE LOYALTY, REWARDS, PREMIUM FEATURES, DISCOUNTS, OR CLUB CARD PROGRAM, THE CONTROLLER MAY NOTIFY THE CONSUMER OF A CONFLICT AND PROVIDE THE CHOICE TO CONFIRM CONTROLLER–SPECIFIC PRIVACY SETTINGS OR PARTICIPATION IN A PROGRAM LISTED IN THIS PARAGRAPH.

(2) A CONTROLLER THAT RECOGNIZES SIGNALS APPROVED BY OTHER STATES SHALL BE CONSIDERED IN COMPLIANCE WITH THIS SECTION.
(A) (1) If a controller uses a processor to process the personal data of consumers, the controller and the processor shall enter into a contract that governs the processor’s data processing procedures with respect to processing performed on behalf of the controller.

(2) The contract shall be binding and clearly set forth instructions for:

(I) processing instructions for processing data;

(II) the nature and purpose of processing;

(III) the type of data subject to processing;

(IV) the duration of processing; and

(V) the rights and obligations of both parties.

(3) The contract shall require that the processor:

(I) ensure that each person processing personal data is subject to a duty of confidentiality with respect to the personal data;

(II) establish, implement, and maintain reasonable administrative, technical, and physical data security practices to protect the confidentiality, integrity, and accessibility of personal data, considering the volume and nature of the personal data;

(III) stop processing data on request by the controller made in accordance with a consumer’s authenticated request;

(IV) at the controller’s direction, delete or return all personal data to the controller as requested at the end of the provision of service, unless retention of the personal data is required by law;

(V) on the reasonable request of the controller, make available to the controller all information in the processor’s possession necessary to demonstrate the processor’s compliance with the obligations in this subtitle;
(VI) After providing the controller an opportunity to object, engage a subcontractor to assist with processing personal data on the controller’s behalf only in accordance with a written contract that requires the subcontractor to meet the processor’s obligations regarding the personal data under the processor’s contract with the controller; and

(VII) Allow and cooperate with reasonable assessments by the controller, the controller’s designated assessor, or a qualified and independent assessor arranged for by the processor to assess the processor’s policies and technical and organizational measures in support of the obligations under this subtitle.

(4) (I) On request, the processor shall provide a report of an assessment required by paragraph (3)(V) of this subsection to the controller.

(II) An assessment conducted in accordance with paragraph (3)(V) of this subsection shall be conducted using an appropriate and accepted control standard or framework and assessment procedure for the assessments.

(B) (1) If a controller uses a processor to process the personal data of consumers, the controller shall provide the processor with instructions on how to process personal data.

(2) A processor shall:

(1) Adhere to the contract and instructions of a controller;

(2) Assist the controller in meeting the controller’s obligations under this subtitle, including considering the nature of processing and the information available to the processor:

(1) By appropriate technical and organizational measures as much as reasonably practicable to fulfill the controller’s obligation to respond to consumer rights requests, considering the nature of processing and the information available to the processor; and
§ 2. (ii) By assisting the controller in meeting the controller’s obligations in relation to the security of processing the personal data and in relation to the notification of a breach of the security of a system, as defined in § 14–3504 of this title; and

(III) (3) Provide necessary information to enable the controller to conduct and document data protection assessments.

(C) Nothing in this section may be construed to relieve a controller or a processor from the liabilities imposed on the controller or processor by virtue of the controller’s or processor’s role in the processing relationship in accordance with this section.

(D) (1) The determination of whether a person is acting as a controller or a processor with respect to a specific processing of data is a fact–based determination that depends on the context in which personal data is being processed.

(2) A person is considered to be a controller if the person:

(i) is not limited in the person’s processing of specific personal data in accordance with a controller’s instructions; or

(ii) fails to adhere to a controller’s instructions with respect to a specific processing of personal data.

(3) A processor that continues to adhere to a controller’s instructions with respect to a specific processing of personal data remains a processor.

(4) If a processor or third party begins, alone or jointly with others, determining the purposes and means of the processing of personal data, the processor:

(i) is a controller with respect to the processing; and

(ii) may be subject to an enforcement action under this subtitle.

(E) Nothing in this section may be construed to alter a controller’s obligation to limit a person’s processing of personal data or to take steps to ensure that a processor adheres to the controller’s instructions.
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14–4609.

(A) IF A THIRD PARTY USES OR SHARES A CONSUMER’S INFORMATION IN A MANNER INCONSISTENT WITH PROMISES MADE TO THE CONSUMER AT THE TIME OF COLLECTION OF THE INFORMATION, THE THIRD PARTY SHALL PROVIDE AN AFFECTED CONSUMER WITH NOTICE OF THE NEW OR CHANGED PRACTICE BEFORE IMPLEMENTING THE NEW OR CHANGED PRACTICE.

(B) THE NOTICE PROVIDED UNDER SUBSECTION (A) OF THIS SECTION SHALL BE PROVIDED IN A MANNER AND AT A TIME REASONABLY CALCULATED TO ALLOW A CONSUMER TO EXERCISE THE RIGHTS PROVIDED UNDER THIS SUBTITLE.

14–4610.

(A) IN THIS SECTION, “PROCESSING ACTIVITIES THAT PRESENT A HEIGHTENED RISK OF HARM TO A CONSUMER” MEANS:

(1) THE PROCESSING OF PERSONAL DATA FOR THE PURPOSES OF TARGETED ADVERTISING;

(2) THE SALE OF PERSONAL DATA;

(3) THE PROCESSING OF SENSITIVE DATA; AND

(4) THE PROCESSING OF PERSONAL DATA FOR THE PURPOSES OF PROFILING, IN WHICH THE PROFILING PRESENTS A REASONABLY FORESEEABLE RISK OF:

(I) UNFAIR, ABUSIVE, OR DECEPTIVE TREATMENT OF A CONSUMER;

(II) HAVING AN UNLAWFUL DISPARATE IMPACT ON A CONSUMER;

(III) FINANCIAL, PHYSICAL, OR REPUTATIONAL INJURY TO A CONSUMER;

(IV) A PHYSICAL OR OTHER INTRUSION ON THE SOLITUDE OR SECLUSION OR THE PRIVATE AFFAIRS OR CONCERNS OF A CONSUMER IN WHICH THE INTRUSION WOULD BE OFFENSIVE TO A REASONABLE PERSON; OR

(V) OTHER SUBSTANTIAL INJURY TO A CONSUMER.
(B) A controller shall conduct and document, on a regular basis, a data protection assessment for each of the controller's processing activities that present a heightened risk of harm to a consumer, including an assessment for each algorithm that is used.

(C) (1) A data protection assessment conducted in accordance with this section shall identify and weigh the benefits that may flow directly and indirectly from the processing to the controller, the consumer, other interested parties, and the public against:

      (i) The potential risks to the rights of the consumer associated with the processing as mitigated by safeguards that may be employed by the controller to reduce these risks; and

      (ii) The necessity and proportionality of processing in relation to the stated purpose of the processing.

(2) The controller shall factor into a data protection assessment:

      (i) The use of de-identified data;

      (ii) The reasonable expectations of consumers;

      (iii) The context of the processing; and

      (iv) The relationship between the controller and the consumer whose personal data will be processed.

(D) (1) The Division may require that a controller make available to the Division a data protection assessment that is relevant to an investigation conducted by the Division.

(2) (i) The Division may evaluate a data protection assessment for compliance with the responsibilities established in this subtitle.

      (ii) A controller's data protection assessment may be used in an action to enforce this subtitle.

(3) A data protection assessment is confidential and is exempt from disclosure under the federal Freedom of Information Act or the Public Information Act.
(E) A single data protection assessment may address a comparable set of processing operations that include similar activities.

(F) If a controller conducts a data protection assessment for the purpose of complying with another applicable law or regulation, the data protection assessment shall be considered to satisfy the requirements established in this section if the data protection assessment is reasonably similar in scope and effect to the data protection assessment that would otherwise be conducted in accordance with this section.

(G) To the extent that any information contained in a data protection assessment disclosed to the Division includes information subject to attorney-client privilege or work product protection, the disclosure may not constitute a waiver of that privilege or protection.

(H) A data protection assessment conducted under this section:

(1) shall apply to processing activities that occur on or after October 1, 2025; and

(2) is not required for processing activities that occur before October 1, 2025.

14–4611.

(A) Nothing in this subtitle may be construed to require a controller or a processor to:

(1) re-identify de-identified data;

(2) maintain data in an identifiable form; or

(3) collect, obtain, retain, or access any data or technology in order to be capable of associating an authenticated consumer request with personal data.

(B) Nothing in this subtitle may be construed to require a controller or processor to comply with an authenticated consumer rights request if the controller:
(1) Is not reasonably capable of associating the request with the personal data or it would be unreasonably burdensome for the controller to associate the request with the personal data;

(2) Does not use the personal data to recognize or respond to the specific consumer who is the subject of the personal data or associate the personal data with other personal data about the same specific consumer; and

(3) Does not sell the personal data to a third party or otherwise voluntarily disclose the personal data to a third party other than a processor, except as otherwise allowed in this subtitle.

(c) (1) A controller that discloses de-identified data shall:

   (i) Exercise reasonable oversight to monitor compliance with any contractual commitments to which the de-identified data is subject; and

   (ii) Take appropriate steps to address any breaches of any contractual commitments.

(2) The determination of whether oversight is reasonable and whether appropriate steps were taken in accordance with paragraph (1) of this subsection shall take into account whether the disclosed data includes data that would be considered sensitive data if the data were re-identified.

14–4612.

(a) Nothing in this subtitle may be construed to restrict a controller’s or processor’s ability to:

   (1) Comply with federal, state, or local laws or regulations;

   (2) Comply with a civil, criminal, or regulatory inquiry, investigation, subpoena, or summons by a federal, state, local, or other governmental authority;

   (3) Cooperate with law enforcement agencies concerning conduct or activity that the controller or processor reasonably and in good faith believes may violate federal, state, or local laws or regulations;
(4) Investigate, establish, exercise, prepare for, or defend a legal claim;

(5) Provide a product or service specifically requested by a consumer;

(6) Perform under a contract to which a consumer is a party, including fulfilling the terms of a written warranty;

(7) Take steps at the request of a consumer before entering into a contract;

(8) Take immediate steps to protect an interest that is essential for the life or physical safety of a consumer or another individual and when the processing cannot be manifestly based on another legal basis;

(9) Prevent, detect, protect against, investigate, prosecute those responsible, or otherwise respond to a security incident, identity theft, fraud, harassment, malicious or deceptive activity, or any other type of illegal activity;

(10) Preserve the integrity or security of systems; or

(11) Assist another controller, processor, or third party with an obligation under this subtitle.

(B) (1) This subsection does not apply to an obligation required under § 14–4611 of this subtitle.

(2) An obligation imposed on a controller or processor under this subtitle may not restrict a controller’s or processor’s ability to collect, use, or retain personal data for internal use to:

   (I) Effectuate a product recall;

   (II) Identify and repair technical errors that impair existing or intended functionality; or

   (III) Perform internal operations that are:
1. Reasonably aligned with the expectations of the consumer or can be reasonably anticipated based on the consumer’s existing relationship with the controller; or

2. Otherwise compatible with processing data in furtherance of:

   A. The provision of a product or service specifically requested by a consumer; or

   B. The performance of a contract to which the consumer is a party.

(C) (1) An obligation imposed on a controller or a processor under this subtitle does not apply when compliance by the controller or processor with the subtitle would violate an evidentiary privilege under State law.

(2) Nothing in this subtitle may be construed to prevent a controller or processor from providing personal data concerning a consumer to a person covered by an evidentiary privilege under State law as part of a privileged communication.

(D) (1) A controller or processor that discloses personal data to a processor or a third–party controller in compliance with this subtitle is not in violation of this subtitle if the processor or third–party controller that receives the personal data violates this subtitle and:

   (i) At the time the disclosing controller or processor disclosed the personal data, the disclosing controller or processor did not have actual knowledge that the receiving processor or third–party controller would violate this subtitle; and

   (ii) The disclosing controller was, and remained, in compliance with its obligations as the discloser of the personal data.

(2) A third–party controller or processor that receives personal data from a controller or processor in compliance with this subtitle is not in violation of this subtitle for the independent misconduct of the controller or processor from which the third–party controller or processor received the personal data.

(E) Nothing in this subtitle may be construed to:
(1) Impose an obligation on a controller or a processor that adversely affects the rights or freedoms of any person, including the rights of a person to freedom of speech or freedom of the press as guaranteed in the First Amendment to the U.S. Constitution; or

(2) Apply to a person’s processing of personal data during the person’s personal or household activities.

(F) If a controller or processor processes personal data in accordance with an exemption under this section, the controller or processor shall demonstrate that the processing:

(1) Qualifies for an exemption; and

(2) Complies with the requirements of subsection (g) of this section.

(G) Personal data processed by a controller or processor in accordance with this section:

(1) Shall be subject to reasonable administrative, technical, and physical measures to:

(I) Protect the confidentiality, integrity, and accessibility of the personal data; and

(II) Reduce reasonably foreseeable risks of harm to consumers relating to the collection, use, or retention of personal data; and

(2) May be processed to the extent that the processing is:

(I) Reasonably necessary and proportionate to the purposes listed in this section; and

(II) Adequate, relevant, and limited to what is necessary in relation to the specific purposes listed in this section.

(H) A person that processes personal data for a purpose expressly identified in this section may not be considered a controller solely based on the processing of personal data.

14–4613.
(A) Except as provided in subsection (B) of this section, a violation of this subtitle is:

(1) An unfair, abusive, or deceptive trade practice within the meaning of Title 13 of this article; and

(2) Subject to the enforcement and penalty provisions contained in Title 13 of this article, except for § 13–408 of this article.

(B) This section does not prevent a consumer from pursuing any other remedy provided by law.

14–4614.

(A) This section applies to an enforcement action under § 14–4613 of this subtitle for an alleged violation that occurs on or before April 1, 2027.

(B) Before initiating any action under § 14–4613 of this subtitle, the Division may issue a notice of violation to the controller or processor if the Division determines that a cure is possible.

(C) (1) If the Division issues a notice of violation under subsection (B) of this section, the controller or processor shall have at least 60 days to cure the violation after receipt of the notice.

(2) If the controller or processor fails to cure the violation within the time period specified by the Division, the Division may bring an enforcement action under § 14–4613 of this subtitle.

(D) In determining whether to grant a controller or processor an opportunity to cure an alleged violation, the Division may consider the following factors:

(1) The number of violations;

(2) The size and complexity of the controller or processor;

(3) The nature and extent of the controller’s or processor’s processing activities;

(4) The likelihood of injury to the public;
(5) **THE SAFETY OF PERSONS OR PROPERTY;**

(6) **WHETHER THE ALLEGED VIOLATION WAS LIKELY CAUSED BY HUMAN OR TECHNICAL ERROR; AND**

(7) **THE EXTENT TO WHICH THE CONTROLLER OR PROCESSOR HAS VIOLATED THIS SUBTITLE OR SIMILAR LAWS IN THE PAST.**

SECTION 2. AND BE IT FURTHER ENACTED, That § 14–4612 of the Commercial Law Article, as enacted by Section 1 of this Act, shall be construed to apply only prospectively and may not be applied or interpreted to have any effect on or application to any personal data processing activities before April 1, 2025.

SECTION 3. AND BE IT FURTHER ENACTED, That, if any provision of this Act or the application thereof to any person or circumstance is held invalid for any reason in a court of competent jurisdiction, the invalidity does not affect other provisions or any other application of this Act that can be given effect without the invalid provision or application, and for this purpose the provisions of this Act are declared severable.

SECTION 4. AND BE IT FURTHER ENACTED, That this Act shall take effect October 1, 2024.

Approved:

_________________________________________________
Governor.

_________________________________________________
Speaker of the House of Delegates.

_________________________________________________
President of the Senate.